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ABSTRACT

As the amount of content on the Web grows almost exponentially, one of the new
growth industries is that of filtering products. The effectiveness of Web-
filtering software depends on a number of factors including the architecture
of the software itself, and the sophistication of the users operating within its
application domain. The main use of filtering software is to “block” access to
controversial content such as pornography. This paper reports an investigation
of the effectiveness of a filter called squidGuard in the real-world environment
of an Australian University. The product is used to “block” pornographic
material. This investigation simulates three classes of web users in trying to
access pornography. While squidGuard did have limited success in blocking
such material from novice users, the blocking rate dropped dramatically for
the more experienced users using access lists. In all cases, however, access to
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supposedly filtered material was gained in seconds. Under such testing, the
effectiveness of squidGuard as a specific-content filter for “ pornographic”
material can only be seen as superficial approach at best. The use of
anonymous proxy servers was found to be an easy means to by-pass the filter.

INTRODUCTION

Filter softwareisincreasingly used by awide variety of groupsin society and
inmany societies, itsuseismandated by law. Filter softwareisusedinthehomeand
school markets. Parents and teachers use afilter to prevent children from accessing
content deemed not suitabl efor them. Sexually explicit and violent material isof most
concern to parents and teachers. The regulation of controversial material in respect
tochildrenisalsoanissuefor organizationslikelibrariesand universities. Recently
the corporate world has embraced filter technology because of concerns expressed
about lossof productivity and risksof litigation.

Fundamental to the acceptance and use of afilter aretwo questions. First, how
effective is it in blocking content that is intended to be blocked? Second, how
effectiveisitinnot blocking content thatisintended not to beblocked?Vendorsclaim
their product ishighly effective. Many vendors also claim that the product ishighly
effectivebecause, beforecontentisblocked, itisevaluated by apersonusingarating
or classification system. Another question that concerns effectiveness is the ease
with which the software can be disabled or by-passed.

This paper reports on testing the effectiveness of a filter product, called
squidGuard, that is used in a number of Australian universities. The test is
conducted in a real-world environment at one of these universities (Victoria
University), and simulatesdifferent typesof consumersof Internet pornography that
may befoundinthisenvironment. VictoriaUniversity mainly usesthefilter to block
what the vendor’ s blacklist describes as pornography. The university does add its
own sitesto the blacklist, and the product offersanumber of blacklistsadditional to
pornography.

In the following sections some background material is provided on the main
approaches to filtering and the effectiveness of arange of filtering products. A
description of the squidGuard filter isthen provided. A classification scheme —
that classifies usersthat browse the Web for Internet pornography in terms of their
sophistication in browsing for specific-content — is described. A first set of trials
to test the effectiveness of squidGuard in blocking material intended to be blocked
for two levels of usersisdiscussed. A second set of trialsto test the effectiveness
of squidGuard in blocking material that is not intended to be blocked is aso
discussed. Theresultsof both setsof trialsare presented. A third set of trialsto test
the ease with which squidGuard may be by-passed is discussed and the results
presented.

Copyright © 2003, Idea Group Inc. Copying or distributing in print or electronic forms without written
permission of Idea Group Inc. is prohibited.



14 more pages are available in the full version of this
document, which may be purchased using the "Add to Cart"
button on the publisher's webpage: www.igi-
global.com/chapter/user-types-filter-effectiveness/7388

Related Content

Designing Secure Data Warehouses

Rodolfo Villarroel, Eduardo Fernandez-Medina, Juan Trujilloand Mario Piattini (2008).
Information Security and Ethics: Concepts, Methodologies, Tools, and Applications
(pp. 1048-1061).
www.irma-international.org/chapter/designing-secure-data-warehouses/23142

A Framework for Various Attack Identification in MANET Using Multi-
Granular Rough Set

N. Syed Siraj Ahmedand Debi Prasanna Acharjya (2019). International Journal of
Information Security and Privacy (pp. 28-52).
www.irma-international.org/article/a-framework-for-various-attack-identification-in-manet-using-

multi-granular-rough-set/237209

Identification of Cryptographic Vulnerability and Malware Detection in
Android

Anjali Kumawat, Anil Kumar Sharmaand Sunita Kumawat (2017). International
Journal of Information Security and Privacy (pp. 15-28).
www.irma-international.org/article/identification-of-cryptographic-vulnerability-and-malware-
detection-in-android/181545

A Secure Cloud Storage using ECC-Based Homomorphic Encryption
Daya Sagar Guptaand G. P. Biswas (2017). International Journal of Information
Security and Privacy (pp. 54-62).
www.irma-international.org/article/a-secure-cloud-storage-using-ecc-based-homomorphic-
encryption/181548

Security, Privacy, and Trust Management and Performance Optimization of
Blockchain

Priti Gupta, Abhishek Kumar, Achintya Singhal, Shantanu Saurabhand V. D. Ambeth
Kumar (2023). Research Anthology on Convergence of Blockchain, Internet of
Things, and Security (pp. 1115-1127).
www.irma-international.org/chapter/security-privacy-and-trust-management-and-performance-

optimization-of-blockchain/310498



http://www.igi-global.com/chapter/user-types-filter-effectiveness/7388
http://www.igi-global.com/chapter/user-types-filter-effectiveness/7388
http://www.irma-international.org/chapter/designing-secure-data-warehouses/23142
http://www.irma-international.org/article/a-framework-for-various-attack-identification-in-manet-using-multi-granular-rough-set/237209
http://www.irma-international.org/article/a-framework-for-various-attack-identification-in-manet-using-multi-granular-rough-set/237209
http://www.irma-international.org/article/identification-of-cryptographic-vulnerability-and-malware-detection-in-android/181545
http://www.irma-international.org/article/identification-of-cryptographic-vulnerability-and-malware-detection-in-android/181545
http://www.irma-international.org/article/a-secure-cloud-storage-using-ecc-based-homomorphic-encryption/181548
http://www.irma-international.org/article/a-secure-cloud-storage-using-ecc-based-homomorphic-encryption/181548
http://www.irma-international.org/chapter/security-privacy-and-trust-management-and-performance-optimization-of-blockchain/310498
http://www.irma-international.org/chapter/security-privacy-and-trust-management-and-performance-optimization-of-blockchain/310498

