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ABSTRACT

Content Distribution Networks (CDN) appeared a decade ago as a method for reducing latencies, im-
proving performance experienced by Internet users, and limiting the effect of flash-crowds, so as balance 
load in servers. Content Distribution has evolved in different ways (e.g. cloud computing structures 
and video streaming distribution infrastructures). The solution proposed in early CDN was the loca-
tion of several controlled caching servers close to clients, organized and managed by a central control 
system. Many companies deployed their own CDN infrastructure– and so demonstrating the resulting 
effectiveness. However, the business model of these networks has evolved from the distribution of static 
web objects to video streaming. Many aspects of deployment and implementation remain proprietary, 
evidencing the lack of a general CDN model, although the main design concepts are widely known. In 
this work, the authors represent the structure of a CDN and the performance of some of its parameters, 
using queuing theory, simplifying the redirection schema and studying the elements that could determine 
the improvement in performance. The main contribution of the work is a general expression for a CDN 
environment and the relationship between different variables like caching hit ratios, network latency, 
number of surrogates, and server capacity; this proves that the use of CDN outperform the typical cli-
ent/server architecture.
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INTRODUCTION

Few things compare with the growth of the Internet 
over recent years. A key challenge for Internet 
infrastructure has been delivering increasingly 
complex data of different types and origin to a 
growing user population. The need to scale led 
to the development of clusters (Mendonça et al, 
2008), global content delivery networks (Verma, 
2002) and, more recently, P2P structures (An-
droutsellis-Theotokis et al, 2004). However, the 
architecture of these systems differs significantly, 
and the differences affect their performance, work-
loads, and the role that caching can play (Gadde 
et al, 2000;Sariou et al, 2002).

Content Delivery Networks (CDNs) are over-
lay networks across the wide-area Internet which 
consist of dedicated collections of servers, called 
surrogates, distributed strategically throughout the 
Internet. The main aim of the surrogates is to be 
close to users and provide them with content in 
a low-latency mode. The surrogates are normally 
proxy caches that serve cached content directly 
with a certain hit ratio; the uncached content is 
previously obtained (if possible) from the origin 
server before responding. When a client makes 
a request for content inside a CDN, it is directed 
to an optimal surrogate, which serves this content 
within low response time boundaries – at least 
compared to contacting the origin site (Cardellini 
et al, 2003). CDNs such as Akamai (Akamai, 2011) 
or Limelight Networks (Limelight Networks, 
2011) are nowadays used by many websites 
as they effectively reduce the client-perceived 
latency and balance load (Johnson et al, 2000). 
They accomplish this by serving content from 
a dedicated, distributed infrastructure located 
around the world and close to clients. The con-
tent is replicated either on-demand, when users 
request it, or replicated beforehand, by pushing the 
content on the content servers (Dilley et al, 2002; 
Verma et al, 2002). CDN services can improve 
client access to specialized content by assisting 
in four basic areas:

• Speed, reducing the response and down-
load times of site objects (e.g. streaming 
media), by delivering content close to end 
users.

• Reliability, by delivering content from 
multiple locations; a fault-tolerant network 
with load balancing mechanisms can be 
implemented.

• Scalability, both in bandwidth, network 
equipment and personnel.

• Special events, by incrementing capacity 
and peak loads for special situations by dis-
tributing content as it is needed (Yoshida, 
2008).

CDNs improve performance and availability 
of web and some media content by pushing the 
content towards the network edges and provid-
ing replication and replica location services. 
Intelligent replica placement improves response 
time by serving content from a topological loca-
tion near the client (in terms of network hops), 
avoiding the congested backbone networks and 
network access (Mao et al, 2002). Replica loca-
tion services direct requests for objects to nearby 
replicas by means of redirections through DNS, 
based on extensive measurements and monitoring 
of network performance (Shaikh et al, 2001). The 
overall performance of a CDN is largely deter-
mined by its ability to direct client requests to 
the most appropriate server (Johnson et al, 2000; 
Doyle et al, 2002; Khan et al, 2008). Content 
providers, such as websites or streaming video 
sources, contract with commercial CDNs to host 
and distribute content (Cranor et al, 2001). They 
are attractive for content providers because in 
some cases the responsibility is offloaded to the 
CDN infrastructure. Most CDNs have servers in 
ISP points of presence, so clients can access topo-
logically nearby clients with very low latencies. 
They are capable of sustaining large workloads 
and flash-crowds due to a large number of servers, 
or few but powerful servers (Dilley et al, 2002). 
The main features of a CDN are:
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