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ABSTRACT 

Security often requires collaboration, but when 
multiple stakeholders are involved, it is typical for 
their priorities to differ or even conflict with one 
another. In today’s increasingly networked world, 
cyber security collaborations may span organiza-
tions and countries. In this chapter, the authors ad-
dress collaboration tensions, their effects on incident 
detection and response, and how these tensions 
may potentially be resolved. The authors present 

three case studies of collaborative cyber security 
within the U.S. government and discuss technical, 
social, and regulatory challenges to collaborative 
cyber security. They suggest possible solutions and 
present lessons learned from conflicts. Finally, the 
authors compare collaborative solutions from other 
domains and apply them to cyber security collabo-
ration. Although they concentrate their analysis on 
collaborations whose purpose is to achieve cyber 
security, the authors believe this work applies read-
ily to security tensions found in collaborations of a 
general nature as well.
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Tensions in Collaborative Cyber Security

BACKGROUND

Until recently, especially in government, “need 
to know” dominated the approach to data shar-
ing and discouraged collaborative efforts. Such 
a system implicitly presumes that the danger of 
inadvertent disclosure outweighs the benefits of 
sharing. Since September 11, 2001, the U.S. gov-
ernment has been painfully learning that “need to 
know” prevents useful collaboration and makes 
organizations unnecessarily vulnerable (9-11 
Commission, 2004).

But in the modern “need to share” or even “need 
to collaborate” environment, top-down approaches 
to incident detection and response are unlikely 
to be successful. It is necessary to consider other 
practical approaches that can support protection 
of shared assets within a collaboration. In this 
chapter, we discuss exemplar goals of collabora-
tion stakeholders (both within an organization 
and among multiple cooperating organizations), 
how conflicts arise among protection goals, how 
these tensions affect the efficacy of the cooper-
ating parties, and ways that these conflicts may 
be resolved. We will draw upon examples from 
the experience of several Department of Energy 
(DOE) laboratories and their successes and chal-
lenges in cooperative cyber security.

The DOE provides a particularly rich environ-
ment for discussion of collaboration, because DOE 
missions often require international scientific col-
laboration. In contrast to “need to know” environ-
ments, DOE scientists must collaborate closely, 
often sharing unique scientific resources across 
international boundaries. Even the newer “need 
to share” approach of transferring information 
among stakeholders is not sufficient for scientific 
collaboration: joint development of a shared un-
derstanding or new knowledge is not the same as 
sequential or even parallel knowledge discovery or 
analysis. Further complicating matters, the DOE 
contains both some of the most sensitive and most 
open computing resources in the world.

The History and Problems of 
Collaborative Cyber Security

On November 2, 1988, a 99-line program changed 
the world. That program, written by Cornell 
graduate student Robert Morris, stalled mail 
servers across the nascent Internet and motivated 
the first ever multi-organizational, international 
cooperative computer security effort. The impli-
cations of the worm led directly to the founding 
of the federally funded Computer Emergency 
Response Team Coordination Center (CERT/CC) 
at Carnegie-Mellon University.

Another pivotal cyber security wake-up call 
was the distributed denial of service (DDoS) at-
tacks of February 2000. On Monday, February 7, 
the first of these high profile DDoS attacks was 
launched against Yahoo. Buy.com, eBay, CNN, 
and Amazon were also attacked that week. On 
Wednesday, February 9, the last day of the at-
tacks, the amount of bandwidth consumed by 
these attacks (some servers received as much as 
1 gigabit per second of incoming traffic), com-
bined with curious internet users seeking online 
information about these attacks resulted in a 26.8 
percent performance drop, as compared to the 
previous week’s performance (Garber, 2000). 
Today, websites are better prepared to handle 
DDoS attacks partly because of increased cyber 
security collaborations with their ISPs.

In the past several years, identify theft, phish-
ing, pharming, spyware, and online extortion 
have become more prevalent, and the economic 
impacts of cyber crime are more significant than 
many conventional crimes (Kshetri, 2006). Cy-
ber crimes differ from other crimes because they 
require technological skills, they have a high 
degree of globalization, and they are relatively 
new (Kshetri, 2006). The newness and global 
reach of these crimes has outpaced traditional 
law enforcement’s ability to detect, deter, and 
prosecute these crimes. Part of the reason law 
enforcement seems unable to cope with cyber 
crime is because there exists very little means for 



 

 

29 more pages are available in the full version of this document, which may

be purchased using the "Add to Cart" button on the publisher's webpage:

www.igi-global.com/chapter/tensions-collaborative-cyber-security-they/54593

Related Content

Sustainable Smart Aquaponics Farming Using IoT and Data Analytics
Bikram Paul, Shubham Agnihotri,  Kavya B., Prachi Tripathiand  Narendra Babu C. (2022). Journal of

Information Technology Research (pp. 1-27).

www.irma-international.org/article/sustainable-smart-aquaponics-farming-using-iot-and-data-analytics/299914

British Consumers' Attitudes and Acceptance of Mobile Advertising
Sylvie Laforetand Hannah Limahelu (2009). Emerging Topics and Technologies in Information Systems

(pp. 165-179).

www.irma-international.org/chapter/british-consumers-attitudes-acceptance-mobile/10196

Credit Card System for Subsidized Nourishment of University Students
Vedran Mornar, Kreimir Fertalj, Damir Kalpicand Slavko Krajcar (2002). Annals of Cases on Information

Technology: Volume 4  (pp. 468-486).

www.irma-international.org/article/credit-card-system-subsidized-nourishment/44525

A Study on Green Characteristics of RFID using Innovation Diffusion Theory
Ramakrishnan Ramanathan, Lok Wan Lorraine Ko, Hsin Chenand Usha Ramanathan (2020). Information

Diffusion Management and Knowledge Sharing: Breakthroughs in Research and Practice  (pp. 1-12).

www.irma-international.org/chapter/a-study-on-green-characteristics-of-rfid-using-innovation-diffusion-theory/242120

Federation-Level Agreement and Integrity-Based Managed Cloud Federation Architecture
Afifa Ghenaiand Chems Eddine Nouioua (2020). Journal of Information Technology Research (pp. 91-117).

www.irma-international.org/article/federation-level-agreement-and-integrity-based-managed-cloud-federation-

architecture/264760

http://www.igi-global.com/chapter/tensions-collaborative-cyber-security-they/54593
http://www.irma-international.org/article/sustainable-smart-aquaponics-farming-using-iot-and-data-analytics/299914
http://www.irma-international.org/chapter/british-consumers-attitudes-acceptance-mobile/10196
http://www.irma-international.org/article/credit-card-system-subsidized-nourishment/44525
http://www.irma-international.org/chapter/a-study-on-green-characteristics-of-rfid-using-innovation-diffusion-theory/242120
http://www.irma-international.org/article/federation-level-agreement-and-integrity-based-managed-cloud-federation-architecture/264760
http://www.irma-international.org/article/federation-level-agreement-and-integrity-based-managed-cloud-federation-architecture/264760

