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ABSTRACT

LoRaWAN (long-range wide-area network) is an emerging technology for the 
connection of internet of things (IoT) devices to the internet and can as such be 
an important part of decision support systems. In this technology, IoT devices are 
connected to the internet through gateways by using long-range radio signals. 
However, because LoRaWAN is an open network, anyone has the ability to connect 
an end device or set up a gateway. Thus, it is important that gateways are designed 
in such a way that their ability to be used maliciously is limited. This chapter covers 
relevant attacks against gateways and potential countermeasures against them. 
A number of different attacks were found in literature, including radio jamming, 
eavesdropping, replay attacks, and attacks against the implementation of what is 
called beacons in LoRaWAN. Countermeasures against these attacks are discussed, 
and a suggestion to improve the security of LoRaWAN is also included.
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INTRODUCTION

Nowadays, more and more devices are being connected to the Internet. The term 
Internet of Things (IoT) is used to describe this phenomenon. These devices are 
typically small with a very specific purpose. They range from sensors in homes, 
to infrastructure, agriculture, and more. In 2019, there were 26 billion active IoT 
devices, and this number is expected to increase to 35 billion by 2021 (Maayan, 2020).

As IoT devices become increasingly more common, so does the need to facilitate 
their connection to the Internet, especially when placed in remote locations with 
limited access to conventional methods of Internet connections (such as 4G, Wi-Fi, 
or similar). To enable connection of IoT devices in these circumstances, multiple 
technologies have been developed, which serve devices in a wide area using low 
power, but with limited bandwidth. These technologies go under the umbrella 
acronym LPWAN, which stands for Low-Power Wide-Area Network (Wedd, 2020).

One such technology is called LoRa (Long Range) and is a physical-layer 
network protocol which enables communication with IoT devices over a wide area 
(10+ km) with low power consumption and low bandwidth. There are several upper-
layer protocols on top of the LoRa physical layer, one of which is LoRaWAN. The 
physical layer protocol enables access, while the upper-layer protocols define how 
the network is accessed and secured.

The first version of LoRaWAN, version 1.0, was released in 2015 (LoRa Alliance, 
2015). Much research has been done regarding this version and it has been discovered 
that it suffers from several security vulnerabilities, concerning data confidentiality, 
message integrity and network availability. Many of these issues were fixed when 
version 1.1 of the protocol was released in 2017 but, as this paper will show, not 
all of them.

Emerging network protocols require thorough analysis to guarantee their security. 
Flaws in network protocols enable attacks on connected devices, which can include 
extraction of poorly secured data, impersonation of devices, usage of botnets in 
distributed denial-of-service (DDoS) attacks, etc. It is therefore of paramount 
importance to secure network protocols against attacks like these.

In (Lambrinos, 2019) the author shows that a LoRaWAN network can be used to 
gather information from different sensors for a Decision Support System (DSS) in 
agriculture and smart farming. Similarly, (Cui et al, 2018) uses LoRaWAN to monitor 
a lake brine pump with the help of a DSS as a method to detect pump failures. In 
both cases the transmitted information, including weather, crop and pump voltage 
data, needs to be reliably and securely transmitted to facilitate quality decisions in 
order to, for example, optimise harvests and detect pump failures.

This paper surveys research done on attacks and defences against LoRaWAN 
gateways, i.e. connection points for IoT devices to the Internet, and is structured as 



 

 

18 more pages are available in the full version of this

document, which may be purchased using the "Add to Cart"

button on the publisher's webpage: www.igi-

global.com/chapter/a-survey-on-attacks-and-defences-on-

lorawan-gateways/282424

Related Content

An Adaptive Decision Support System for Last Mile Logistics in E-

Commerce: A Study on Online Grocery Shopping
Mohammad K. Al-nawayseh, Mohammad M. Alnabhan, Mutaz M. Al-Debeiand

Wamadeva Balachandran (2013). International Journal of Decision Support System

Technology (pp. 40-65).

www.irma-international.org/article/adaptive-decision-support-system-last/77820

Cloud-Based Big Data Analysis Tools and Techniques Towards Sustainable

Smart City Services
Suresh P., Keerthika P., Sathiyamoorthi V., Logeswaran K., Manjula Devi R.,

Sentamilselvan K., Sangeetha M.and Sagana C. (2021). Decision Support Systems

and Industrial IoT in Smart Grid, Factories, and Cities (pp. 63-90).

www.irma-international.org/chapter/cloud-based-big-data-analysis-tools-and-techniques-

towards-sustainable-smart-city-services/282427

Product Development and Market Governance
 (2012). Systems Thinking and Process Dynamics for Marketing Systems:

Technologies and Applications for Decision Management  (pp. 88-117).

www.irma-international.org/chapter/product-development-market-governance/65303

Mining Public Opinion about Economic Issues: Twitter and the U.S.

Presidential Election
Amir Karami, London S. Bennettand Xiaoyun He (2018). International Journal of

Strategic Decision Sciences (pp. 18-28).

www.irma-international.org/article/mining-public-opinion-about-economic-issues/198943

Predicting Credit Rating Migration Employing Neural Network Models
Michael D'Rosarioand Calvin Hsieh (2018). International Journal of Strategic Decision

Sciences (pp. 70-85).

www.irma-international.org/article/predicting-credit-rating-migration-employing-neural-network-

models/215354

http://www.igi-global.com/chapter/a-survey-on-attacks-and-defences-on-lorawan-gateways/282424
http://www.igi-global.com/chapter/a-survey-on-attacks-and-defences-on-lorawan-gateways/282424
http://www.igi-global.com/chapter/a-survey-on-attacks-and-defences-on-lorawan-gateways/282424
http://www.irma-international.org/article/adaptive-decision-support-system-last/77820
http://www.irma-international.org/chapter/cloud-based-big-data-analysis-tools-and-techniques-towards-sustainable-smart-city-services/282427
http://www.irma-international.org/chapter/cloud-based-big-data-analysis-tools-and-techniques-towards-sustainable-smart-city-services/282427
http://www.irma-international.org/chapter/product-development-market-governance/65303
http://www.irma-international.org/article/mining-public-opinion-about-economic-issues/198943
http://www.irma-international.org/article/predicting-credit-rating-migration-employing-neural-network-models/215354
http://www.irma-international.org/article/predicting-credit-rating-migration-employing-neural-network-models/215354

