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ABSTRACT

This study proposes and empirically examines a revised and extended Unified Theory of Acceptance and 
Use of Technology (UTAUT) model, while acknowledging the role of trust on government cloud (G-Cloud) 
acceptance. The study utilized a quantitative research approach to examine the research model with 
data collected from a survey administered to IT professionals at government agencies in Saudi Arabia. 
The model was tested using the partial least squares structural equation modeling (PLS-SEM). Results 
show that trust is a major predictor of behavioral intentions to use G-Cloud that reduces uncertainty 
associated with the cloud and mitigates risk perceptions on the one hand, and significantly increases the 
perceptions of usefulness on the other hand. Furthermore, results indicate that performance expectancy, 
social influence, and facilitating conditions are all significant determinants of G-Cloud acceptance. 
Based on the findings, the study highlights several implications for practice and suggests opportunities 
for future research in the field of government cloud.

INTRODUCTION

The emergence of cloud computing represents one of the most important and fundamental paradigm 
shifts in computing. Cloud computing has the potential to reshape the way enterprises provision and 
manage their computing resources. It made it possible to consolidate IT resources in a way that signifi-
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cantly increases capacity utilization, flexibility, efficiency and responsiveness to business needs, for 
both private and government sectors, while also reducing costs (Khan et al., 2011). Studies show that 
governments will play a leading role in the adoption of cloud–based models for data storage, applications, 
and processing power as they seek to exploit the inherent advantages of the cloud, and to maximize their 
returns under economic pressures (Wyld, 2010).

The adoption of cutting edge technologies with innovative architecture and service models is key to 
achieve value in governments. Governments seek to make optimum use of advanced technologies across 
public sector organizations in order to improve their performance in providing best possible information 
and services to citizens, businesses and other government agencies (Ali, Soar & Yong, 2014). Moreover, 
it has pointed out that traditional e-government systems are facing a number of challenges, and are not 
powerful enough to meet public needs and governments’ own demands (Liang, 2012). Therefore, e-
government is in need to be redesigned and revised, which is mainly due to the inflation of data in gov-
ernment systems, complexity in operations, difficulties in resource sharing and business collaboration, 
and energy consumption concerns (Khan et al., 2011; Liang, 2012). In this regard, cloud computing has 
emerged at the right time to solve such challenges by achieving economies of scale to increase business 
agility and lower overhead costs. Governments, today, are considering the real value of incorporating 
the cloud into their practices and making full use of cloud computing potentials for higher working ef-
ficiency and better public services (Liang, 2012). This initiative refers to as government cloud (G-Cloud) 
(Liang, 2012; Zhang & Chen, 2010).

There is a growing body of research being done to study the determinants of cloud computing accep-
tance and usage behaviors. However, there is a lack of studies that investigate the realm of government 
cloud and in particular from adoption perspective. Moreover, despite the relatively extensive amount 
of research that has recognized the importance of trust in the cloud environment, only few studies have 
examined the effect of this factor on cloud computing adoption behaviors. To the best of the researcher 
knowledge there is limited research on the acceptance of government cloud, and no studies have consid-
ered trust as a key factor when investigating G-Cloud acceptance among government agencies. While the 
focal point of the majority of studies in relevant literature was on the benefits and concerns of moving 
e-government to the cloud (Chandra & Bhadoria, 2012; Liang, 2012), other studies focused on finding 
strategies and deployment models for government cloud (Zhang & Chen, 2010). Extant research on 
cloud computing primarily addresses issues of trust, and proposes approaches and frameworks to build 
trust in the cloud (Khan & Malluhi, 2010).

This study, therefore, proposes an extended UTAUT model to empirically examine users’ behavioral 
intentions toward using government cloud in Saudi Arabia, while acknowledging trust and perceived risk 
as key constructs. The study brings trust to the fore as an imperative for government cloud adoption. The 
inclusion of trust is based on the important role of this factor in the online context, and its relevance to 
deal with uncertainty and the risk of vulnerability which are present in cloud computing environment 
(Belanche, Casalo & Flavian, 2012).



 

 

19 more pages are available in the full version of this document, which may

be purchased using the "Add to Cart" button on the publisher's webpage:

www.igi-global.com/chapter/the-role-of-trust-in-the-acceptance-of-

government-cloud/275396

Related Content

A Novel Trust Model for Secure Group Communication in Distributed Computing
Naresh Ramu, Vijayakumar Pandi, Jegatha Deborah Lazarusand Sivakumar Radhakrishnan (2021).

Research Anthology on Architectures, Frameworks, and Integration Strategies for Distributed and Cloud

Computing (pp. 2231-2245).

www.irma-international.org/chapter/a-novel-trust-model-for-secure-group-communication-in-distributed-

computing/275388

Design and Implementation of Multi-Agent Online Auction Systems in Cloud Computing
Hongyan Yu, Srikanta Patnaik, Shenjia Ji, Liguo Jiaand Tengxiao Yang (2021). Research Anthology on

Architectures, Frameworks, and Integration Strategies for Distributed and Cloud Computing (pp. 251-269).

www.irma-international.org/chapter/design-and-implementation-of-multi-agent-online-auction-systems-in-cloud-

computing/275288

Efficient Fault Tolerance on Cloud Environments
Sam Goundarand Akashdeep Bhardwaj (2021). Research Anthology on Architectures, Frameworks, and

Integration Strategies for Distributed and Cloud Computing (pp. 1231-1243).

www.irma-international.org/chapter/efficient-fault-tolerance-on-cloud-environments/275336

Adoption of Cloud Computing in UAE: A Survey of Interplay Between Cloud Computing

Ecosystem and its Organizational Adoption in UAE
Juno Srivastavaand Krishnadas Nanath (2021). Research Anthology on Architectures, Frameworks, and

Integration Strategies for Distributed and Cloud Computing (pp. 2496-2518).

www.irma-international.org/chapter/adoption-of-cloud-computing-in-uae/275401

Failure Detectors of Strong S and Perfect P Classes for Time Synchronous Hierarchical

Distributed Systems
Anshul Verma, Mahatim Singhand Kiran Kumar Pattanaik (2021). Research Anthology on Architectures,

Frameworks, and Integration Strategies for Distributed and Cloud Computing (pp. 1317-1343).

www.irma-international.org/chapter/failure-detectors-of-strong-s-and-perfect-p-classes-for-time-synchronous-

hierarchical-distributed-systems/275341

http://www.igi-global.com/chapter/the-role-of-trust-in-the-acceptance-of-government-cloud/275396
http://www.igi-global.com/chapter/the-role-of-trust-in-the-acceptance-of-government-cloud/275396
http://www.irma-international.org/chapter/a-novel-trust-model-for-secure-group-communication-in-distributed-computing/275388
http://www.irma-international.org/chapter/a-novel-trust-model-for-secure-group-communication-in-distributed-computing/275388
http://www.irma-international.org/chapter/design-and-implementation-of-multi-agent-online-auction-systems-in-cloud-computing/275288
http://www.irma-international.org/chapter/design-and-implementation-of-multi-agent-online-auction-systems-in-cloud-computing/275288
http://www.irma-international.org/chapter/efficient-fault-tolerance-on-cloud-environments/275336
http://www.irma-international.org/chapter/adoption-of-cloud-computing-in-uae/275401
http://www.irma-international.org/chapter/failure-detectors-of-strong-s-and-perfect-p-classes-for-time-synchronous-hierarchical-distributed-systems/275341
http://www.irma-international.org/chapter/failure-detectors-of-strong-s-and-perfect-p-classes-for-time-synchronous-hierarchical-distributed-systems/275341

