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ABSTRACT

Since the Islamic State in Iraq and Syria (ISIS) became prominent after the release of beheading videos 
of its prisoners, many have been confused over how to describe this development in relation to the way 
the Internet is exploited by violent extremists. While the element of surprise and horror lingered on the 
minds of many observers, a more pressing question facing the law enforcement is: how does ISIS attract 
foreign fighters using such videos and online propaganda? As countries around the globe grapple with 
the security threat posed by their nationals travelling to join ISIS, the need to be au fait with the appeal 
of ISIS and its ability to use the Internet to recruit new members and sympathisers becomes even more 
apparent. This chapter uses a behavioural sciences lens to explicate how individual and organisational 
motivational factors may contribute to the overall appeal of joining ISIS.
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INTRODUCTION

Much has been said and written about the influx of foreign fighters to Iraq and Syria, particularly about 
the scale of jihadist volunteerism to join violent extremist groups such as the Islamic State in Iraq and 
Syria (ISIS) and Jabhat al-Nusra. As of 2015, approximately 20,000 individuals from 90 countries have 
travelled to join the fight in Iraq and Syria (van Ginkel, 2015).

Notably, these groups have attracted much attention not only due to the huge influx of foreign fight-
ers, but more importantly, through their sophisticated use of social media to convey messages about the 
jihad that they are fighting for. As Shiraz Maher from the International Centre for the Study of Radi-
calisation had put it, this can be considered the “most socially-mediated conflict in history” (Casciani, 
2014, para. 14).

While violent extremist groups in general have exploited the Internet, it is noteworthy that ISIS, in 
particular, has been using the Internet very effectively both to lure foreign fighters as well as sow terror 
through its polished online propaganda (e.g., Altman, 2014; Carter, Maher, & Neumann, 2014; Heggham-
mer, 2013; Rose, 2014). For instance, in terms of attracting foreign supporters and fighters, a German 
fighter was featured in a series of short videos titled ‘Muhatweets’ describing his wonderful experience 
of living in the Islamic Caliphate established by ISIS (Reuter, Salloum, & Shafy, 2014).

Such videos, which are uploaded by ISIS fighters, are targeted at Muslims living beyond the conflict 
zone. By presenting themselves as “defenders of Syria’s Sunni majority against the tyrannical Shiite 
regime”, these foreign fighters serve as an essential source of information and inspiration to jihadist 
wannabes (Carter et al., 2014, p. 7). It appears that ISIS had effectively leveraged on the benefits of the 
Internet to create online platforms and propaganda content to encourage potential supporters to adopt 
its views and participate in the conflict (Shi et al., 2014).

Furthermore, ISIS has propagated extreme forms of content (e.g., beheading of prisoners and rebels 
videos) and yet is able to attract and recruit new followers (Kruglanski, 2014). While the modus operandi 
shown in these propaganda materials may be brutal, the messages inherent in these materials do capture 
the attention of the world – as evidenced by the re-circulation of these materials on various social media 
platforms including mainstream news channels.

Thus, the dissemination of propaganda online has become one of its most important recruiting tools 
to enlist new members to its rank. ISIS has succeeded in not merely intimidating people, but also at-
tracting foreign fighters to their strongholds in Iraq and Syria, and even inspiring established violent 
extremist groups across the world to pledge their alliance to the group (Neo, Shi et al., 2014). From a 
counter violent extremism perspective, the appeal of ISIS and its online propaganda campaign reflects 
a set of interests and priorities, which needs to be explained and understood. This concern will be the 
overriding focus of this chapter.

By utilising a psychological and behavioural sciences approach, this chapter seeks to examine how (1) 
individual motivational factors and (2) organisational motivational factors may contribute to the overall 
appeal and attractiveness of joining ISIS as a foreign fighter. Specifically, this chapter makes the case 
that it is important for the law enforcement to be aware of these factors in order to better inform and 
develop effective countermeasures. However, it must be emphasised that this chapter is not an attempt 
to discover or construct a profile of an individual susceptible to joining ISIS, and that the list of factors 
identified in this chapter is not an exhaustive one.



 

 

17 more pages are available in the full version of this document, which may

be purchased using the "Add to Cart" button on the publisher's webpage:

www.igi-global.com/chapter/why-is-isis-so-psychologically-attractive/251483

Related Content

On the Study of Certified Originality for Digital Alteration Problem: Technology Developments of

the Time Authentication
Masakazu Ohashiand Mayumi Hori (2013). International Journal of Cyber Warfare and Terrorism (pp. 15-

28).

www.irma-international.org/article/on-the-study-of-certified-originality-for-digital-alteration-problem/96815

Cybersecurity Measures for Logistics Industry
Siva Raja Sindiramutty, Noor Zaman Jhanjhi, Chong Eng Tan, Navid Ali Khan, Bhavin Shahand

Amaranadha Reddy Manchuri (2024). Navigating Cyber Threats and Cybersecurity in the Logistics Industry

(pp. 1-58).

www.irma-international.org/chapter/cybersecurity-measures-for-logistics-industry/341412

Trolls Just Want to Have Fun: Electronic Aggression within the Context of E-Participation and

Other Online Political Behaviour in the United Kingdom
Shefali Virkar (2017). Threat Mitigation and Detection of Cyber Warfare and Terrorism Activities (pp. 111-

162).

www.irma-international.org/chapter/trolls-just-want-to-have-fun/172293

A Strategic Framework for a Secure Cyberspace in Developing Countries with Special Emphasis

on the Risk of Cyber Warfare
Victor Jaquireand Basie von Solms (2015). International Journal of Cyber Warfare and Terrorism (pp. 1-

18).

www.irma-international.org/article/a-strategic-framework-for-a-secure-cyberspace-in-developing-countries-with-special-

emphasis-on-the-risk-of-cyber-warfare/135270

Estonia after the 2007 Cyber Attacks: Legal, Strategic and Organisational Changes in Cyber

Security
Christian Czosseck, Rain Ottisand Anna-Maria Talihärm (2011). International Journal of Cyber Warfare and

Terrorism (pp. 24-34).

www.irma-international.org/article/estonia-after-2007-cyber-attacks/61328

http://www.igi-global.com/chapter/why-is-isis-so-psychologically-attractive/251483
http://www.irma-international.org/article/on-the-study-of-certified-originality-for-digital-alteration-problem/96815
http://www.irma-international.org/chapter/cybersecurity-measures-for-logistics-industry/341412
http://www.irma-international.org/chapter/trolls-just-want-to-have-fun/172293
http://www.irma-international.org/article/a-strategic-framework-for-a-secure-cyberspace-in-developing-countries-with-special-emphasis-on-the-risk-of-cyber-warfare/135270
http://www.irma-international.org/article/a-strategic-framework-for-a-secure-cyberspace-in-developing-countries-with-special-emphasis-on-the-risk-of-cyber-warfare/135270
http://www.irma-international.org/article/estonia-after-2007-cyber-attacks/61328

