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ABSTRACT

Due to suppression of central administration in WMN, network functioning like network
controls, management, routing, switching, packet forwarding etc. are distributed
among nodes, either collectively or individually. So, cooperation among nodes is
highly solicited. However, there may exist node’s malicious activities because of its
open characteristics and limited available battery power. The nodes may misbehave
by refusing to provide service or dropping down the packets because of its selfishness
and malicious activity. The identification of misbehaving nodes and prevention from
them can be one of the biggest challenges. Hence, the prime target of the chapter is
to provide an overview of existing intrusion detection and prevention approaches,
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and secure routing or framework that can recognize and prevent from the malicious
activities. The digital signature-based IDS to offer secure acknowledgment and an
authentication mechanism has also been discussed. The expectation is the digital
signature-based IDS will overcome the weakness of existing IDS.

INTRODUCTION

The revolution in communication technology has made the life of a common person
too much easy. Because of this revolution, a lot of fields came into the market. For
example, the wireless connectivity of mobile users all over the world, the real-time
communications, internet of things (IoT), etc. These modern facilities are only
due to the technologies like internet, cellular, IEEE 802.11, IEEE 802.15, IEEE
802.16, sensor networks, etc. Among all these revolutionary technologies, the most
important wireless technology named Wireless Mesh Networks (WMNs) that provide
facilities to the great extent in day to day life of common person. The facilities are
in terms of implementations like_Private, local, campus, urban regions, etc. The
cause behind these applications is the nature of nodes using in deploying wireless
mesh networks. As these nodes are dynamic, self-organized, self-configurable,
self-healing, low-cost, easy maintenance. Among these characteristics of nodes
deployed for establishing WMNSs, the dynamic topology and the multi-hop nature
leads WMNs vulnerabilities to security attacks. So, the network should consider
security issues like authenticity of network traffic (free from masquerading of nodes),
non- repudiation, authorization among users, anonymity, access control and secure
routing etc. These security issues in WMNSs can be achieved with some important
key management schemes. These include intrusion prevention (Offense against
fraudulent nodes, as well as for authentication and encryption), intrusion detection
(Ideal for preventing the invasion or reducing the harm), and intrusion responses.
Hence, the security-based WMNs overcome the threats from external or internal
intruders (attackers) (Sgora et al., 2016).

It has been come for the long time that wireless networks should be developed
and deployed efficiently. The necessity of efficient development and deployment
was to fulfil our application requirements. That is the requirements needed for each
application like throughput, wait time, memory, safety etc. must be eOncountered. So,
the researchers always remain behind to create new dedicated wireless technologies
and standards. Keeping in mind that these technologies should met our above
application requirements. Due to which number of modern technologies took birth
viz IEEE 802.11(Wi Fi), IEEE 802.15 (including Bluetooth and ZigBee), and
IEEE 802.16 (WiMAX). These technologies were so much important due to their
affordable capabilities and wireless mesh capacities.



25 more pages are available in the full version of this
document, which may be purchased using the "Add to Cart"
button on the publisher's webpage: www.igi-
global.com/chapter/wireless-mesh-network-security-

architecture-and-protocols/239155

Related Content

From the Farm to Fork: Information Security Accomplishment in a RFID
Based Tracking Chain for Food Sector

Ana Vazquez Alejos, Ifigo Cuifias, Isabel Expésitoand Manuel Garcia Sanchez
(2013). Security and Trends in Wireless Identification and Sensing Platform Tags:
Advancements in RFID (pp. 237-270).

www.irma-international.org/chapter/farm-fork-information-security-accomplishment/68747

Mobile Sink as Checkpoints for Fault Detection Towards Fault Tolerance in
Wireless Sensor Networks

Pritee Parwekar, Sireesha Roddaand Parmeet Kaur (2020). Sensor Technology:
Concepts, Methodologies, Tools, and Applications (pp. 414-425).
www.irma-international.org/chapter/mobile-sink-as-checkpoints-for-fault-detection-towards-fault-

tolerance-in-wireless-sensor-networks/249574

Application of Computational Intelligence Techniques in Wireless Sensor
Networks the State of the Art

Subhendu Kumar Pani (2020). Sensor Technology: Concepts, Methodologies, Tools,
and Applications (pp. 1580-1600).
www.irma-international.org/chapter/application-of-computational-intelligence-techniques-in-

wireless-sensor-networks-the-state-of-the-art/249631

Security of EPC Class-1

Pablo Picazo-Sanchez, Lara Ortiz-Martin, Pedro Peris-Lopezand Julio C. Hernandez-
Castro (2013). Security and Trends in Wireless Identification and Sensing Platform
Tags: Advancements in RFID (pp. 34-63).
www.irma-international.org/chapter/security-epc-class/68739

A Survey of Mobile Ticketing Services in Urban Mobility Systems

Marta Campos Ferreira, Teresa Galvao Diasand Jodo Falcdo e Cunha (2020).
International Journal of Smart Sensor Technologies and Applications (pp. 17-35).
www.irma-international.org/article/a-survey-of-mobile-ticketing-services-in-urban-mobility-
systems/281601



http://www.igi-global.com/chapter/wireless-mesh-network-security-architecture-and-protocols/239155
http://www.igi-global.com/chapter/wireless-mesh-network-security-architecture-and-protocols/239155
http://www.igi-global.com/chapter/wireless-mesh-network-security-architecture-and-protocols/239155
http://www.irma-international.org/chapter/farm-fork-information-security-accomplishment/68747
http://www.irma-international.org/chapter/mobile-sink-as-checkpoints-for-fault-detection-towards-fault-tolerance-in-wireless-sensor-networks/249574
http://www.irma-international.org/chapter/mobile-sink-as-checkpoints-for-fault-detection-towards-fault-tolerance-in-wireless-sensor-networks/249574
http://www.irma-international.org/chapter/application-of-computational-intelligence-techniques-in-wireless-sensor-networks-the-state-of-the-art/249631
http://www.irma-international.org/chapter/application-of-computational-intelligence-techniques-in-wireless-sensor-networks-the-state-of-the-art/249631
http://www.irma-international.org/chapter/security-epc-class/68739
http://www.irma-international.org/article/a-survey-of-mobile-ticketing-services-in-urban-mobility-systems/281601
http://www.irma-international.org/article/a-survey-of-mobile-ticketing-services-in-urban-mobility-systems/281601

