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ABSTRACT

The eXtensible Markup Language (XML) has been widely adopted in many financial institutions in their
daily transactions. This adoption was due to the flexible nature of XML providing a common syntax for
systems messaging in general and in financial messaging in specific. Excessive use of XML in financial
transactions messaging created an aligned interest in security protocols integrated into XML solutions
in order to protect exchanged XML messages in an efficient yet powerful mechanism. However, financial
institutions (i.e. banks) perform large volume of transactions on daily basis which require securing XML
messages on large scale. Securing large volume of messages will result performance and resource is-
sues. Therefore, an approach is needed to secure specified portions of an XML document, syntax and
processing rules for representing secured parts. In this research we have developed a smart approach for
securing financial XML transactions using effective and intelligent fuzzy classification techniques. Our
approach defines the process of classifying XML content using a set of fuzzy variables. Upon fuzzy clas-
sification phase, a unique value is assigned to a defined attribute named “Importance Level”. Assigned
value indicates the data sensitivity for each XML tag. The research also defines the process of securing
classified financial XML message content by performing element-wise XML encryption on selected parts
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defined in fuzzy classification phase. Element-wise encryption is performed using symmetric encryption
using AES algorithm with different key sizes. Key size of 128-bit is being used on tags classified with
“Medium” importance level; a key size of 256-bit is being used on tags classified with “High” impor-
tance level. An implementation has been performed on a real-life environment using online banking
system in Jordan Ahli Bank one of the leading banks in Jordan to demonstrate its flexibility, feasibility,
and efficiency. Our experimental results of the system verified tangible enhancements in encryption
efficiency, processing-time reduction, and resulting XML message sizes. Finally, our proposed system
was designed, developed, and evaluated using a live data extracted from an internet banking service in
one of the leading banks in Jordan. The results obtained from our experiments are promising, showing
that our model can provide an effective yet resilient support for financial systems to secure exchanged
financial XML messages.

INTRODUCTION

eXtensible Markup Language (XML) (Bray, Paoli, Sperberg-McQueen, Maler, & Yergeau, 2008) has
been widely adopted in many financial institutions in their daily transactions; this adoption has been due
to the flexible nature of XML in providing a common syntax for systems messaging in general and for
financial messaging in particular. Excessive use of XML in financial transactions messaging has created
an aligned interest in security protocols integrated into XML solutions in order to protect exchanged
XML messages by using an efficient yet powerful mechanism. There have been several approaches pro-
posed by researchers to secure XML messages and there is a comprehensive collection of related works.

XML is designed based on text format and has a tree structure. It is natural that data integrity, data
authentication, information confidentiality, and other security benefits should be applied to entire XML
data or portions of XML data. XML security solutions should provide a high level of security to ensure
the confidentiality of information represented using the XML format. XML security must be integrated
with XML data features and characteristics to keep the flexible nature of XML while integrating es-
sential security technologies.

Due to the sensitive nature of financial transactions that use XML as their main messaging protocol,
a security requirement should be fulfilled to protect exchanged XML messages by using a dynamic and
efficient mechanism. The security mechanism should encrypt portions of XML data rather than whole
messages, e.g. element-wise encryption should be used to protect sensitive parts within the XML message.

The specifications related to XML security published by W3C define the basic framework and rules
that can be utilized across applications. The basic idea for XML security is to perform data encryption
on XML messages whereby XML data confidentiality is achieved to ensure that the XML data structure,
data content, and other sensitive information in XML data may only be accessed by legitimate parties.
Confidentiality is generally associated with encryption mechanisms or access control technologies.
XML key management (Hallam-Baker & Mysore, 2005) provides the basic key requirements for XML
data confidentiality.

However, on a daily basis, financial institutions (i.e. banks) perform large volumes of transactions
that require XML encryption on a large scale. Encrypting large volumes of messages in full will result
in performance and resource issues. Therefore, an approach is needed to encrypt defined parts within the
XML document, to identify syntax for representing encrypted portions, and to identify the processing
rules for decrypting those portions. W3C XML encryption has a feature called element-wise encryption,

801



112 more pages are available in the full version of this document, which may
be purchased using the "Add to Cart" button on the publisher's webpage:
www.igi-global.com/chapter/securing-financial-xml-transactions-using-

intelligent-fuzzy-classification-techniques/234973

Related Content

An Extensive Survey of Privacy in the Internet of Things

Jayashree K.and Babu R. (2021). 10T Protocols and Applications for Improving Industry, Environment, and
Society (pp. 78-100).
www.irma-international.org/chapter/an-extensive-survey-of-privacy-in-the-internet-of-things/280869

Intelligent Infrastructure of Route Scheduling for Smart Transportation Systems in Smart Cities
Shiplu Das, Buddhadeb Pradhan, Shivam Sharma, Bishwanath Jana, Gobinda Dasand Prasit Chakraborty
(2023). Handbook of Research on Network-Enabled IoT Applications for Smart City Services (pp. 174-188).
www.irma-international.org/chapter/intelligent-infrastructure-of-route-scheduling-for-smart-transportation-systems-in-
smart-cities/331332

Augmented Reality Gamifies the Library: A Ride Through the Technological Frontier

Karin L. Heffernanand Shana Chartier (2020). Emerging Trends and Impacts of the Internet of Things in
Libraries (pp. 194-210).

www.irma-international.org/chapter/augmented-reality-gamifies-the-library/255392

Wearable Technologies for Glucose Monitoring: A Systematic Mapping Study of Publication
Trends

Gloria Ejehiohen lyawa, Vijayalakshmi Velusamyand Selvakumar Palanisamy (2019). The loT and the Next
Revolutions Automating the World (pp. 106-121).

www.irma-international.org/chapter/wearable-technologies-for-glucose-monitoring/234025

Secured Optimal Cost Approach for Bimodal Deep Face Recognition in 10T and Its Applications
Madhavi Gudavalli, Vidaysree P, S Viswanadha Rajuand Surekha Borra (2018). Big Data Management and
the Internet of Things for Improved Health Systems (pp. 163-175).
www.irma-international.org/chapter/secured-optimal-cost-approach-for-bimodal-deep-face-recognition-in-iot-and-its-
applications/196045



http://www.igi-global.com/chapter/securing-financial-xml-transactions-using-intelligent-fuzzy-classification-techniques/234973
http://www.igi-global.com/chapter/securing-financial-xml-transactions-using-intelligent-fuzzy-classification-techniques/234973
http://www.irma-international.org/chapter/an-extensive-survey-of-privacy-in-the-internet-of-things/280869
http://www.irma-international.org/chapter/intelligent-infrastructure-of-route-scheduling-for-smart-transportation-systems-in-smart-cities/331332
http://www.irma-international.org/chapter/intelligent-infrastructure-of-route-scheduling-for-smart-transportation-systems-in-smart-cities/331332
http://www.irma-international.org/chapter/augmented-reality-gamifies-the-library/255392
http://www.irma-international.org/chapter/wearable-technologies-for-glucose-monitoring/234025
http://www.irma-international.org/chapter/secured-optimal-cost-approach-for-bimodal-deep-face-recognition-in-iot-and-its-applications/196045
http://www.irma-international.org/chapter/secured-optimal-cost-approach-for-bimodal-deep-face-recognition-in-iot-and-its-applications/196045

