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ABSTRACT

Over the last decade, Internet of Things (IoTs) have brought radical changes to the means and forms of 
communication for monitoring and control of a large number of applications including Smart Grid (SG). 
Traditional energy networks have been modernized to SGs to boost the energy industry in the context of 
efficient and effective power management, performance, real-time control and information flow using 
two-way communication between utility provides and end-users. However, integrating two-way commu-
nication in SG comes at the cost of cyber security vulnerabilities and challenges. In the context of SG, 
node compromise is a severe security threat due to the fact that a compromised node can significantly 
impact the operations and security of the SG network. Therefore, in this chapter, Key Management Scheme 
for Communication Layer in the Smart Grid (KMS-CL-SG) has proposed. In order to achieve a secure 
end-to-end communication we assign a unique key to each node in the group.
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INTRODUCTION

A SG is a modern electricity supply system. It uses information and communication technology (ICT) 
to run, monitor and control data between the generation source and the end user. It comprises a set of 
technologies that uses sensing, embedded processing and digital communications to intelligently control 
and monitor an electricity grid with improved reliability, security, and efficiency.

SGs are classified as Critical Infrastructures. In the recent past, there have been cyber-attacks on SGs 
causing substantial damage and loss of services. A recent cyber-attack on Ukraine’s SG caused over 
2.3 million homes to be without power for around six hours (TOMKIW, 2016). Apart from the loss of 
services, some portions of the SG are yet to be operational, due to the damage caused. SGs also face 
security challenges such as confidentiality, availability, fault tolerance, privacy, and other security issues. 
Communication and networking technologies integrated into the SG require new and existing security 
vulnerabilities to be thoroughly investigated.

Key management is one of the most important security requirements to achieve data confiden-
tiality and integrity in a SG system. It is not practical to design a single key management scheme/
framework for all systems, actors and segments in the SG, since the security requirements of vari-
ous sub-systems in the SG vary. Two specific sub-systems categorized by the network connectivity 
layer – the Home Area Network (HAN) and the Neighborhood Area Network (NAN) are addressed. 
Currently, several security schemes and key management solutions for SGs have been proposed. 
However, these solutions lack better security for preventing common cyber-attacks such as node 
capture attack, replay attack and Sybil attack. A cryptographic key management scheme that takes 
into account the differences in the HAN and NAN segments of the SG with respect to topology, 
authentication and forwarding of data, is proposed. The scheme complies with the overall perfor-
mance requirements of the SG.

The proposed scheme uses group key management and group authentication in order to address end-
to-end security for the HAN and NAN scenarios in a SG, which fulfils data confidentiality, integrity 
and scalability requirements. The security scheme is implemented in a multi-hop sensor network using 
TelosB motes and ZigBee OPNET simulation model. In addition, replay attack, Sybil attack and node 
capture attack scenarios have been implemented and evaluated in a NAN scenario. Evaluation results 
show that the scheme is resilient against node capture attacks and replay attacks. Smart Meters in a NAN 
are able to authenticate themselves in a group rather than authenticating one at a time. This significant 
improvement over existing schemes is discussed with comparisons with other security schemes.

BACKGROUND

The advancement in information and communication technology (ICT) has not only given the world a 
smart and high-quality life but also an efficient pr system, energy solutions and intelligent homes to live 
in. Energy is one of the fundamental requirements to fuel the smart technology and so a ‘smart’ way of 
living, and electricity is generally used as the primary source of energy.

According to a report by (BP, 2013), worldwide energy consumption is predicted to increase annually 
by 1.6% from 2011 to 2030, adding 36% to the global energy consumption by the year 2030. In addition 
to the continuous growing demand for energy and the environmental concerns, efficient and effective 



 

 

23 more pages are available in the full version of this document, which may

be purchased using the "Add to Cart" button on the publisher's webpage:

www.igi-global.com/chapter/a-key-management-scheme-for-secure-

communications-based-on-smart-grid-requirements-kms-cl-sg/234951

Related Content

Challenges and Trends in Home Automation: Addressing the Interoperability Problem With the

Open-Source Platform OpenHAB
Cristina Portalés, Sergio Casasand Kai Kreuzer (2019). Harnessing the Internet of Everything (IoE) for

Accelerated Innovation Opportunities (pp. 148-174).

www.irma-international.org/chapter/challenges-and-trends-in-home-automation/221286

Case Studies Using Adobe™ Flex
 (2015). Frameworks, Methodologies, and Tools for Developing Rich Internet Applications (pp. 210-226).

www.irma-international.org/chapter/case-studies-using-adobe-flex/117384

Web Accessibility
Gregory R. Gay, Paola Salomoniand Silvia Mirri (2008). Encyclopedia of Internet Technologies and

Applications (pp. 678-683).

www.irma-international.org/chapter/web-accessibility/16920

Improving WLAN Performance by Modifying an IEEE 802.11 Protocol
Nurul I. Sarkar (2013). Security, Design, and Architecture for Broadband and Wireless Network

Technologies (pp. 15-32).

www.irma-international.org/chapter/improving-wlan-performance-modifying-ieee/77407

Agents for Intrusion Detection in MANET: A Survey and Analysis
Leila Mechtri, Fatiha Djemili Tolbaand Salim Ghanemi (2020). Securing the Internet of Things: Concepts,

Methodologies, Tools, and Applications  (pp. 459-480).

www.irma-international.org/chapter/agents-for-intrusion-detection-in-manet/234959

http://www.igi-global.com/chapter/a-key-management-scheme-for-secure-communications-based-on-smart-grid-requirements-kms-cl-sg/234951
http://www.igi-global.com/chapter/a-key-management-scheme-for-secure-communications-based-on-smart-grid-requirements-kms-cl-sg/234951
http://www.irma-international.org/chapter/challenges-and-trends-in-home-automation/221286
http://www.irma-international.org/chapter/case-studies-using-adobe-flex/117384
http://www.irma-international.org/chapter/web-accessibility/16920
http://www.irma-international.org/chapter/improving-wlan-performance-modifying-ieee/77407
http://www.irma-international.org/chapter/agents-for-intrusion-detection-in-manet/234959

