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INtrODUctION

The use of Radio Frequency Identification (RFID) 
is becoming prevalent in supply chains, with large 
corporations such as Wal-Mart, Tesco, and the 
Department of Defense phasing in RFID require-
ments on their suppliers. The implementation of 
RFID can necessitate changes in the existing data 
models and will add to the demand for process-
ing and storage capacities. This article discusses 
the implications of the RFID technology on data 
processing in supply chains. 

bAcKGrOUND

RFID is defined as the use of radio frequencies 
to read information on a small device known as 
a tag (Rush, 2003). A tag is a radio frequency 
device that can be read by an RFID reader from 
a distance, when there is no obstruction or mis-

orientation. A tag affixed to a product flowing 
through a supply chain will contain pertinent 
information about that product. 

There are two types of tags: passive and ac-
tive. An active tag is powered by its own battery, 
and it can transmit its ID and related information 
continuously. If desired, an active tag can be pro-
grammed to be turned off after a predetermined 
period of inactivity. Passive tags receive energy 
from the RFID reader and use it to transmit their 
ID to the reader. The reader then may send the data 
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Figure 1. Reading ID information from an RFID tag



  1185

Use of RFID in Supply Chain Data Processing

 

 
 
Retailer’s 
Enterprise 
Operational 
Data Store 
(EODS) 

ETL 
(Extract, 
Transform, 
Load) 

Load 

Load DM 

DM 

EDWH 
ODS 

ODS 

to a host system for processing. Figure 1 depicts 
the activity of reading the ID from a passive tag 
by an RFID reader (Microlise, 2003). 

The ID in the above discussion is a unique 
ID that identifies the product, together with its 
manufacturer. MIT’s Auto-ID Center proposed 
the Electronic Product Code (EPC) that serves as 
the ID on these tags (Auto-ID Technology Guide, 
2002). EPC can be 64 bits or 96 bits long. How-
ever, EPC formats allow the length of the EPC to 
be extended in future. Auto-ID center envisions 
RFID tags constituting an Internet of things. 

RFID tag information is generated based on 
events such as a product leaving a shelf or being 
checked out by a customer at a (perhaps automatic) 
checkout counter. Such events or activities gener-
ate data for the host system shown in Figure 1. 
The host system, when it processes these data, in 
turn may generate more data for other partners 
in the supply chain. Our focus in this article is to 
study the use of RFID in supply chains. 

MAIN tHrUst 

This article explores the data generated by RFID 
tags in a supply chain and where this data may 
be placed in the data warehouse. In addition, this 
article explores the acceptance issues of RFID 
tags to businesses along the supply chain and to 
consumers. 

types of Data Generated by rFID 
tags

The widespread use of the Internet has prompted 
companies to manage their supply chains using 
the Internet as the enabling technology (Gunas-
ekaran, 2001). Internet-based supply chains can 
reduce the overall cost of managing the supply 
chains, thus allowing the partners to spend more 
money and effort on innovative research and 
product development (Grosvenor & Austin, 2001; 
Hewitt, 2001). Internet-based supply chains also 
allow smaller companies to thrive without massive 
physical infrastructures. The impact of RFID on 
a retailer supplier interaction in the supply chain 
is discussed below.

The information system model for communica-
tion between a retailer and a supplier is shown in 
Figure 2. The retailer is assumed to have several 
locations, each equipped with RFID readers and 
RFID-tagged items. Each location has its own 
computer system comprising a local database of 
its inventory and application programs that pro-
cess data from the RFID readings. The complete 
inventory information for the retailer is main-
tained at a central location comprising high-end 
database and application servers (Chalasani & 
Sounderpandian, 2005). 

Computer systems at retail locations are inter-
connected to the central inventory server of the 
retailer by the company’s intranet. Reordering 
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Figure 2. Interaction between a retailer and a 
supplier in a supply chain

Figure 3. Processing information from operational 
data stores (ODS) to an enterprise data warehouse 
(EDWH) and to data marts (DM)
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