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Abstract

In this chapter, we examine three frameworks or models that could be
used in developing codes of information ethics and then review two codes
of information ethics for IST professionals and three codes of ethics or
conduct for corporations based on their fit with these three frameworks.
Based on our review, we make recommendations that call for a unified
code of information ethics based on standardized language and for the
possible certification of these codes by professional associations. We also
call for stronger language regarding penalties for violations of codes of
information ethics.
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Introduction

Information is a source of power in society, but unlike money and weapons,
information is not tangible. Because information is intangible, unique issues and
ethical dilemmas emerge from the information environment. Accordingly,
individuals who use information systems and technology (IST) in their work
environment are faced with distinctive ethical dilemmas about the use of their
power and access to information.

What is meant by the notion of an ethical issue? An ethical issue may be defined
as any situation where a party pursuing its objectives engages in behavior that
materially affects the ability of another party to pursue its own goals (Mason,
1995). When ethics is applied to IST, it refers to a set of rules or principles used
for moral decision making regarding computer technology and computer use
(Pierce & Henry, 1996). These sets of rules or principles for guiding conduct
are codes of ethics. Many IST professional organizations have ethics codes for
their members to follow. Most corporations have general corporate codes of
ethics. Some IST issues may be addressed in corporate codes of ethics or
conduct, but we question whether corporations address IST ethical issues
sufficiently and effectively.

This chapter reviews several professional and corporate codes of information
ethics using three different frameworks of information ethics. These frame-
works include the entity to whom the ethical obligation is owed and the types
of ethical issues that should be included in these codes. This chapter explores
the importance of information technology ethics codes in IST professional
organizations and in corporations. Unfortunately, the diversity we found in
these codes presents limitations, which we then explore. Finally, we propose
the adoption of a unified code of ethics for both IST professionals and
corporations and possible certification of these codes.

Importance of
Codes of Information Ethics

Codes of information ethics in corporations and professional organizations are
important for many reasons. Codes of information ethics for an IST profes-
sional organization help to establish the IST industry as a profession by
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