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and Individual Privacy:

Application of New Zealand’s

Privacy Legislation

Felix B. Tan and Gehan Gunasekara
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The chapter reports on recent developments in the management of
health information in New Zealand and the implications these
initiatives have raised regarding individual privacy. Set up in 1993
to implement the country’s health information strategy, the New
Zealand Health Information Service (NZHIS) has recently estab-
lished a national health register. At the heart of this development are
three national databases: the National Health Index, the Medical
Warnings System and the National Minimum Data Set. These
applications and their functions are presented. Also discussed is a
number of other health information management initiatives cur-
rently being explored.

The chapter contends that these initiatives under the guise of
advancing the nation’s health may, instead, be infringing the
privacy and confidentiality of the nation’s citizens. The chapter
further considers the application of New Zealand’s privacy legisla-
tion (the Privacy Act 1993 and the Health Information Privacy
Code) to the development of centralised health information manage-
ment systems. It concludes by considering the possibility of hidden
agendas despite the provisions of the nation’s privacy rules.
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INTRODUCTION
Purchasing and providing health services is an information-

intensive activity. Millions of pages of information are recorded every
year. Much of the information is relevant to the ongoing care of
individuals. However, health information is plagued with problems
of access, duplication and interpretation. Health information manage-
ment in New Zealand is no exception. For example, the nation’s health
professionals requiring information for the care and treatment of
patients have had to rely on fragmented information flows—as infor-
mation needed for care or treatment of patients is collected at various
sources. As a result, these professionals find it difficult to obtain
relevant information in a timely and cost effective manner. There is a
consensus in the country’s health sector that the existing systems and
organisational arrangements do not meet current needs and will not
easily accommodate the requirements of the health sector reforms and
the information needs of the future. In response to this, the 1991 Health
Information Strategy outlines a framework for the development of
health information services to meet the national requirements for
health information.

This chapter essentially describes recent developments in health
information management in New Zealand initiated by the proposals
in the 1991 Health Information Strategy. It discusses the role of the
New Zealand Health Information Service (NZHIS) in the develop-
ment of a national health register. It also considers the issue of privacy
and confidentiality of the collection and use of health information. The
chapter argues that there is more than meet the eye. The government
purports that a centralised health information management system
should result in better health delivery by freeing up health resources
(Ministry of Health, 1996), but at whose expense?

To set the scene, the chapter begins with a background and an
overview of the country’s health information management. A review
of the health information strategy initiative and a description of what
has been implemented follows. A discussion of the issues around
privacy and confidentiality ensues with special focus on the nation’s
privacy rules. It concludes by questioning the real motives of the New
Zealand Health Sector and its Government for developing a centralised
health register. The chapter suggests that to date the initiatives have
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