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INTRODUCTION

Advances in technology, in particular the Internet and 
mobile/wireless devices, have significantly affected 
business operations. As technology changes, commu-
nicating and interacting with customers could not be 
left untouched; the dot.com era saw many new forms 
of marketing emerge on the electronic landscape.

In this article, we discuss the possible marketing 
implications of the convergence of electronic media 
focusing on the delivery of advertising messages. 
We acknowledge the profound impact of information 
technology on marketing channels (Leek, Turnbull, 
& Naude, 2003) and use examples of various tech-
nologies to present changes that occurred in existing 
channels to illustrate the future potential of emerging 
channels. For each of the above, we provide examples 
of applications that can potentially be integrated to 
deliver advertising convergence.

PERVASIVE AND UbIQUITOUS 
ADVERTISING IN THE 
NETWORKED ENVIRONmENT

Personalization

Personalization is a critical factor when it comes to a 
successful campaign. Despite the technological ad-
vances of the last decade, a holistic approach to deliv-
ering personalized messages and keeping track of the 
process is still too cumbersome. In fact it is not often 
possible to identify the customer at all. For example, 
watching a television broadcast does not require people 
to log in to the TV channel.

Perhaps, the only real exception is the World 
Wide Web. Online users create accounts and profiles 
to access services that are used to personalize them 

and provide a platform for the delivery of targeted 
advertising. Even when profiles are not available, the 
users’ interaction with an online service, such as a 
search facility, provides a plethora of opportunities 
to deliver targeted messages. In more complex cases, 
targeted advertising is achieved by looking at group 
profiles, with Amazon’s technique, “users who bought 
this item were interested in this item as well,” probably 
being the most famous example of all. Other techniques 
can be used and related to business logic rules. The 
following list gives an idea of possible personaliza-
tion techniques (van Amstel, van der Eijk, Haasdijk, 
& Kuilman, 2000):

• rules-based matching (club members, frequent 
visitors, etc.);

• matching agents (established profile can be 
matched with other profiles displaying similar 
purchasing behavior);

• feedback and learning (fields of interest);
• community ratings (others help define good from 

bad);
• attribute searches (all books with reduced pric-

es);
• full-text search (personalization based on key-

words used for the search); and
• collaborative filtering (feedback on products and 

services defines groups of individuals with similar 
interests).

Personalization techniques for targeted advertis-
ing delivery, although powerful, have been mainly 
limited by the virtual boundaries of the Internet and 
the physical boundaries of the areas where the com-
puters were placed. With the constant introduction of 
more powerful mobile devices and the ability to get 
everything online cheaply, they could soon be widely 
available on-the-move, allowing for a whole new host 
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of applications and, in this case, targeted personalized 
advertising.

mobile marketing and Location-based 
Services

As technology is about to change, future advertising 
messages will be delivered intelligently anywhere at 
any time. Advertising messages are currently confined 
within the narrow boundaries of the medium they were 
created to serve. The next generation Internet will 
change this; everything could be easily and cheaply 
connected and serve as a potential advertising channel. 
When visiting the mall, shoppers could end up con-
stantly being greeted by automated marketing ‘bots’ 
that tirelessly try to convince them of the great value 
that their products offer. Perhaps the intelligence planet 
that Kaku (1998) envisioned may become frustratingly 
intelligent! Unrealistic as this may sound, one has 
only to look at the proliferation of spam (unsolicited 
messaging) to realize that such a scenario is not that 
difficult to be realized.

Interestingly, personalization often does not need 
personal information. Knowledge of the location and 
time can be enough to increase the value of the deliv-
ered message substantially. New generation mobile 
phone services have promised to deliver location-based 
services, which they do deliver already to a certain 
degree. Popular mobile portals such as Vodafone Live! 
can approximately locate a phone’s position and offer 
relevant information. In the future, localized wireless 
technologies like Bluetooth may be able to provide 
more precise location positioning services.

Perhaps, however, even more important than lo-
cating someone carrying a mobile device is that he is 
carrying and using it most of the time. In 2003, seven 
out of ten (67%) of the ‘young communicators’ in the 
UK said they could not live without their mobile phones 
(Mori, 2002). This renders mobile devices, especially 
mobile phones, an invaluable tool:

While it is undoubtedly an effective one-to-one com-
munications channel that can be easily personalized, 
it is also an invaluable conduit for pulling together 
strands of any multimedia marketing and/or market-
ing campaign. It is a ubiquitous and immediate point 
of convergence that has an enviable reach if used 
responsibly and effectively. (Kerckhove, 2002)

Permission-based Advertising

Location-based services can be a ‘blessing’ for mar-
keters but a ‘curse’ for customers as they may end up 
becoming the constant recipients of advertising mes-
sages for nearby services and goods. This would bring 
spamming, which so far has been limited to e-mails, 
to a completely new level of frustration. For channels 
that have more or less been left untouched by spam-
ming, there is always the fear that this may change 
at any time. For example, “although some research 
has suggested that teen mobile users often welcome 
unsolicited SMS messages, there is a growing fear 
that the rise in unwanted commercial text messages 
could jeopardize the whole future of mobile market-
ing” (Haig, 2001).

Of far more concern is that “the possibility of pro-
cessing very precise location data should not lead to 
a situation where mobile users are under permanent 
surveillance with no means to protect their privacy 
other than not using mobile communications services 
at all” (Worthy & Graham, 2002). Different pieces of 
legislation and codes of conduct, like the Directive on 
Privacy Electronic Communications, have been intro-
duced to regulate different forms of communications 
(Crichard, 2003).

As can be seen from Table 1, an implicit (in the 
form of an opt-out option or a ‘soft opt-in’ based on a 
prior relationship) or explicit (i.e., when the customer 
volunteers to opt-in and consents to his details becom-
ing available for a specific purpose, usually market-
ing related) consent is required before addressing a 
potential customer. However, if no implicit consent is 
available, how will companies manage to reach new 
customers proactively? Obtaining permission from the 
customer to contact him again means that there has 
already been a contact. This gives the company the 
opportunity to lock the customer, if it can manage the 
communication channels effectively. What is going 
to happen with everybody else who does not have a 
previous contact?

Direct mailing could be used, if the details of the 
customer are known, as direct mailing, even when un-
solicited, is not considered to be ‘spamming’. Perhaps, 
though, what is needed in the context of a networked 
economy are more innovative uses of existing rela-
tionships that could be employed to create new soft 
opt-ins. For example, “the fact that mobile phones are 
essentially peer-to-peer communication tools provides 
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