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Chapter  100

INTRODUCTION

We are in the midst of the evolution of cyber 
behavior in Europe. However, research on cyber 
behavior, understood as online usage patterns, has 
been overshadowed by the fact that most of the 
empirical studies and theories on the use of new 
communication technologies have a US-centric 
focus. This is not surprising, considering the 

pervasiveness and dominance of US media and 
technologies, recently illustrated by popular online 
services such as Google, Wikipedia, YouTube, 
and Facebook, as well as new mobile technology 
such as iPhone and iPad. There are, nevertheless, 
great regional variations in Internet access and 
use across cultures and societies that should be 
taken into account (Castells, 1996). European 
users might draw on existing culturally specific 
belief, lifestyle and value systems when they use, 
interpret, and co-create different online services 
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and applications. An understanding of specific 
characteristics with European cyber behavior is 
therefore necessary.

In order to provide researchers with a better 
understanding of how and why individuals adopt 
certain types of cyber behaviors, particularly in 
Europe, in this chapter, we introduce the mean-
ing of the term “cyber behavior” and the current 
research and research challenges related to this 
topic. We will discuss the digital divide and 
participation inequality in cyber behavior and 
its consequences and future prospects in digital 
literacy and technology development. This chapter 
provides an overview of what is known about the 
determinants of the cross-country diffusion and 
adoption of the Internet in Europe to highlight the 
differences between the use of new communication 
technologies in Europe, the US, and other parts of 
the world. Finally, we will also examine several 
important factors affecting different countries’ 
experiences with the new media, focusing on cul-
tural influences on perceptions, adoption, and use.

What is Cyber Behavior?

The term cyber behavior refers to the pattern of 
behavior that users display when employing dif-
ferent communication technologies for various 
purposes. Hence, in this chapter, cyber behavior 
is understood as the pattern of use of new media 
technologies, focusing on the Internet usage. It 
includes the study of what people use the Internet 
for, how they use it, how often they use it, and 
its various applications (Brandtzæg, 2010). The 
answers to these questions can be determined 
using various research methods, such as surveys, 
interviews, observations, time diaries, and logging.

The field of cyber behavior and research on it 
are relatively recent. Cyber behavior has its roots 
in the more well-known field of audience research. 
Even though cyber behavior is not synonymous 
with audience research, the two disciplines have 
several similarities. Audience research is designed 
to reveal the characteristic of a particular audience. 

This research began in the 1970s with television 
ratings, which were meant to reflect individuals’ 
television viewing habits and preferences. As 
advertising became increasingly important to 
the media industry, consumer research (market-
ing research) and audience research converged. 
Although both of these domains focus on specific 
users, they differ from cyber behavior as they are 
more focused on consumer preferences and target 
groups rather than on the specific behavior that 
users display. Cyber behavior involves research on 
Internet usage, in particular, and how the Internet 
affects human behavior; it is based on how we can 
enhance our understanding of the user and how 
specific users interact with new online technolo-
gies. In this regard, cyber behavior is clearly related 
to human–computer interaction (HCI), which is 
the design and study of the interaction between 
people (users) and computers.

The need for empirical data on cyber behavior 
has grown considerably in the last decade due to 
a number of factors (see Kent, 1994; Brandtzæg, 
2010):

•	 Changing technology
•	 Deregulations
•	 New sources of demand
•	 Increasing user opportunities
•	 User fragmentation
•	 Increased industry competition

According to Kent (1994), these key develop-
ments have complicated the methods by which 
differences in how users (formerly known as 
audiences) behave online should be measured 
and interpreted; cyber behavior fuels a desire for 
more detailed and accurate user data due to the 
complexity of the web. Ideally, detailed under-
standing of users and their cyber behavior should 
anticipate user preferences and enable more effec-
tive strategic decision-making among developers 
and designers of services that interact with online 
users (Anand & Peterson, 2000). However, Napoli 
(2010) argues that there has been a great deal of 
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