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ABSTRACT

The phenomenal growth in Internet commerce in recent years has brought
privacy concerns to the fore. Although privacy as a concept has been well
understood with respect to brick and motor businesses, there is limited
research in identifying major issues of concern related to Internet privacy.
This paper systematically identifies the major Internet privacy concerns.
Datafor thestudywascollected through two panel sand subj ectiveeval uation.

INTRODUCTION

Thelnternet hastransformed theway inwhich goodsarebought and sold.
Forrester Research predictsretail salesonthelnternet to grow fromlessthan
1%in 1999 to 6% by 2003. According to Gartner Group, convenience and
timesaved aretwo of themainincentivesfor userstobuy online. Atthesame
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time, however, research conducted by PriceWaterhouseCooperssuggeststhat
duringthe 1999 Christmasseason, 18% of all customerswho purchasedonline
were'dissatisfied’ withtheir experience. A BusinessWeek/HarrisPoll (see
Business Week of March 20, 2000) survey reported that 41% of online
shopperswerevery concerned over theuseof personal information. Among
the peoplewho go onlinebut have not shopped, 63% werevery concerned.
Clearly, asKeeney (1999) suggests, maximizing privacy isafundamental
objectiverelatedto I nternet commerce.

Thepurposeof thispaperistoidentify i ssuesrel ated tomaximizing | nternet
privacy. Thepaperisorganizedintofivesections. Followingabrief introduction,
sectiontwo exploresthenotion of Internet privacy and how variousresearchers
haveattempted to understandtheconcept. Sectionthreepresentsthestudy design.
Section four is a discussion of research findings. Section five presents the
conclusons.

INTERNET PRIVACY

I nternet privacy canbedefined astheseclusionand freedom fromunautho-
rizedintrusion. Thekeywordinthedefinitionis‘ unauthorized.” Althoughwemay
not likethat our personal information regarding our purchasesand habitstobe
monitoredandstoredindatabasesaroundthecountry, weareat |east usualy awvare
that it’ shappening. However anunauthorizedintrusionto collect personal data
marksthebeginningof privacy infringement. V ariousopinion pollshaveshown
increasinglevelsof privacy concerns(Equifax, 1990, 1992). The1992 Equifax
study reportsasurvey indicating nearly 79% of the Americansbeing concerned
about personal privacy and 55% suggesting that security of personal information
wasboundtoget worseby year 2000. | ndeed thishashappened. Fairweather and
Rogerson (2000) reportthat itistechnically easier thanever beforetogather and
searchvastamountsof personal data. Henceit hasbecomeeasy totrackindividuas
acrosstheglobeasthey | eavethedatashadow behind—throughtheuseof gas
stations, cashmachines, loggingontocheck e-mail.

A March1999 Federal TradeCommission (FTC) survey of 361 Websites
reveal ed that 92.8% of thesiteswerecollecting at | east onetypeof identifying
information, suchasanaddress. Furthermore56.8% of thesiteswerecollecting at
least onetypeof demographicinformation. TheFT Cstudy a sofoundthat over one
third of thesitesdidnot haveaprivacy disclosurencticeonthesite. Evenincases
wheretheprivacy disclosurenoticehad beenposted, only 13.6%werefollowing
theFTC sfairinformation practiceguidelines.
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