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ABSTRACT

According to various surveys conducted, regardless of how many studies in software development 
projects have been done, the chance that software development projects may fail remains very high. A 
relatively new approach to the problem of failure is using the concept of artificial intelligence (AI) to 
help automate a certain part(s) of the projects in order to minimize the issue. Unfortunately, most of the 
works proposed to date use AI as a standalone system, which leads to limiting the degree of automation 
that the overall system can benefit from the technology. This chapter discusses a preliminary work on a 
novel risk monitoring, which utilizes a number of agent-based systems that cooperate with each other in 
minimizing risks for the projects. The proposed model not only leads to a high degree of automation in 
risk management, but this extensible model also allows additional tasks in risk monitoring to be easily 
added and automated if required.

INTRODUCTION

Issues of software development project failure has long been recognized long time ago. In 1994, one of 
the most talk about reports by Standish Group called “Chaos Report” rises the issue that only around 
16% of software development projects success worldwide (Clancy, 1994). Almost a decade after that, in 
2012, a research team of McKinsey Digital in collaboration with University of Oxford found that only 
around 50% of projects, which cost more than $15 million, completed projects within their budgets. In 
fact, they report that large IT projects usually spend 45% over budget, while delivering only around 56% 
less value than what originally planned (Bloch, et. al., 2012). Regardless of how much resources and 
researches have been put in area of Software Project Management, chance of software project failure 
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still remains very high. According to the latest survey by KPMG, 70% of organizations has at least one 
project failure in the past 12 months (Krystal, 2019).

One of the reasons of such a high rate of failure is because there are a large number of risks can oc-
cur during project lifecycle. As a result, these risks have to be closely and efficiently monitored in order 
to minimize issues that may occur. Risk monitoring is considered to be one of the most crucial areas 
in project management in general. Unfortunately, the necessity and difficult in monitoring these risks 
can easily be magnified when comes to software development projects. The risks are higher in software 
development projects than other kind of projects because software is intangible in nature. Successful-
ness of the projects, in many cases, cannot be easily seen and judge explicitly. Progress of the software 
projects is also very difficult to measure. This is the reason why agile concept, which focus on final 
products rather than what happen during the project, has been recently introduced and rapidly accepted 
and adopted by industry (Burger, 2018)(Wolpers and West, 2019).

The goal of this research is to investigate how agent-based approach proposed by Artificial Intelli-
gence (AI) community, which has already been applied in various areas, can be used in risk monitoring 
of software project management. This chapter provides a preliminary discussion on how the agent-based 
approach can be used in performing the task and layout issues that require further investigations for 
those who are interested.

BACKGROUND

The following discusses three main concepts related to focus of the paper. These concepts include project 
management, risk management, and agent-based approach.

Software Project Management

Project management has been considered as one of the most mature fields as far as industry is concerned 
(Spalek, 2005). However, regardless of the success of the field in helping projects to meet their expected 
results, a large number of software development projects are still considered as challenges or even fails 
(Coronado and Jaén, 2002). According to Anantatmula and Anantatmula, M. (2008), regardless of the 
success and failures occurred until today, in general, software project management consist of the fol-
lowing steps:

1. 	 Initiation
2. 	 Project Planning
3. 	 Project Execution
4. 	 Project Monitoring and Controlling
5. 	 Project Termination

As far as the failure or challenges is concerned, according to Arnuphaptrairong (2011), example of 
issues that can occur during the projects include:

•	 Misunderstanding of requirements
•	 Lack of top management commitment and support
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