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Abstract

End User Development (EUD) of system appli-
cations is typically undertaken by end users for 
their own, or closely aligned colleagues, business 
needs. EUD studies have focused on activity that 
is small scale, is undertaken with management 
consent and will ultimately be brought into align-
ment with the organisation’s software development 
strategy. However, due to the increase pace of 
today’s organisations EUD activity increasing 
takes place without the full knowledge or consent 
of management, such developments can be defined 
as covert rather than subversive, they emerge in 
response to the dynamic environments in which 
today’s organisations operate. This paper reports 
on a covert EUD project where a wide group of 
internal and external stakeholders worked col-
laboratively to drive an organisation’s software 
development strategy. The research highlights 
the future inevitability of external stakeholders 
engaging in end user development as, with the 
emergence of wiki and blog-like environments, 
the boundaries of organisations’ technological 
artifacts become increasingly hard to define.

Introduction 

In today’s environment of rapid business change 
facilitated by users with increased technical capa-
bilities, there is a tacit understanding that end user 
development (EUD) activity is inevitable—devel-
opment tools are more accessible, and end users 
are now technologically mature and expected to 
be proactive in their use of technology to enable 
enactment of their employment roles (Jawahar & 
Elango, 2001; Nelson & Todd, 1999). As the end 
user takes control of the development effort and 
develops systems with little or no input from infor-
mation technology (IT) specialists so the ultimate 
level of end user involvement has arrived—the 
end user is no longer simply consulted, they have 
assumed the roles of the designer, developer and 
tester, they are the IT specialist for their software 
requirement  (Cheney, Mann, & Amoroso, 1986; 
McGill, 2004). 

To date, studies have focused on EUD that 
management is fully aware of and endorses, the 
assumption is that EUD activity is small scale 
and that it will ultimately be brought into the 
organisation’s software development strategy. 
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However, due to the increased pace of today’s 
organisations, EUD activity increasingly takes 
place without the full knowledge or consent of 
management. Such developments can be defined as 
covert rather than subversive, and it can be argued 
that they emerge in response to the dynamic envi-
ronments in which today’s organisations operate 
(Nelson & Todd, 1999; Ouellette, 1999; McLean, 
Kapperlman, & Thompson., 1993).

This paper reports on a field study on the effects 
of covert EUD activity in a publishing company. 
The paper aims to enhance our understanding 
of covert EUD activity using an interpretive ap-
proach. We draw on the literature on the social 
construction of technology (SCOT) and apply 
this to covert EUD activity identifying a technol-
ogy “path” (MacKenzie & Wajcman, 1985). The 
“path” may be born from an individual vision, but 
the multifaceted nature of technology requires 
disparate actors to contribute to technology suc-
cess. Whilst the paper does not purport to offer 
definitive solutions, the experiences reported 
suggest valuable lessons for organisations faced 
with the challenge of managing the dichotomous 
relationship of encouraging worker proactivity 
manifested in EUD whilst controlling maverick 
EUD activity. 

Literature Review

Authors have begun to recognise the futility of 
attempting to align business strategy and tech-
nological infrastructures and have acknowledged 
that technological “drift” is inevitable, (Ciborra 
et al., 2000; Sauer & Burn, 1997; Ciborra, 1994; 
Orlikowski, 1996). This process of “drift” is 
largely assumed to be an overt process, man-
agement being aware that it is happening and 
either attempting realignment (usually futilely) 
or allowing the technology to develop a certain 
momentum of its own (for examples see Kanellis 
& Paul, 2005; Hanseth & Braa, 1998; Rolland & 
Monteiro, 2002). What is less frequently consid-

ered is the notion of, and rationale for, covert IT 
implementations that result in “drift,” and the 
literature that does exist is primarily concerned 
with covert activity with the intention of sabotage 
(for examples see Gordon, 1996; Conti, 2005; 
Verton, 2001; Graham, 2004).

Such covert activity, whether for altruistic 
or subversive purposes, necessitates a degree of 
improvisation—using current resources to create 
new forms and order from tools and materials at 
hand, such an approach has been defined by an-
thropologists as “bricolage” (Levi-Strauss, 1966). 
When considering information systems bricolage, 
“materials at hand” are usually considered to be 
information technology hardware and software 
artefacts. However, it has also been suggested 
that the use of networking with preexisting pro-
fessional and personal contacts is also a form of 
“network bricolage” (Mintzberg, 1994; Moorman 
& Miner, 1998; Baker, Miner, & Eesley, 2003). 

Research Design

To examine covert EUD activity within an 
organisation from multiple stakeholder perspec-
tives requires an understanding of the social 
and contextual relationships that influence the 
organisation; there can be no single explanation 
of success. Our epistemological assumptions are 
that no individual account of social reality can be 
proven correct. Therefore, the research method 
employed has been interpretivist, with the aim be-
ing to understand the perspectives of the various 
stakeholders and the historical and socially situ-
ated contexts in which they reside (Hirschheim, 
Klein, & Lyytinen, 1996). The opportunity to 
gain access to a covert end user developer group 
emerged during the course of a wider longitudinal 
study that was undertaken by the author and a 
postgraduate student that examined the effect on 
various stakeholders of implementing IT solutions 
in small- to medium-sized enterprises (SMEs). 
The postgraduate student was employed by one 



 

 

5 more pages are available in the full version of this document, which may be

purchased using the "Add to Cart" button on the publisher's webpage:

www.igi-global.com/chapter/covert-end-user-development/29419

Related Content

Malware Analysis With Machine Learning: Methods, Challenges, and Future Directions
Ravi Singhand Piyush Kumar (2023). Malware Analysis and Intrusion Detection in Cyber-Physical Systems

(pp. 215-237).

www.irma-international.org/chapter/malware-analysis-with-machine-learning/331306

Evaluating the Consistency between Navigation and Data Models for Web Applications
Jordi Cabotand Cristina Gómez (2010). International Journal of Information System Modeling and Design

(pp. 68-85).

www.irma-international.org/article/evaluating-consistency-between-navigation-data/45926

An Improved Random Forest Based on Feature Selection and Feature Weighting for Case

Retrieval in CBR Systems: Application to Medical Data
Ilhem Tarchoune, Akila Djebbar, Hayet Farida Merouaniand Doha Hadji (2022). International Journal of

Software Innovation (pp. 1-20).

www.irma-international.org/article/an-improved-random-forest-based-on-feature-selection-and-feature-weighting-for-

case-retrieval-in-cbr-systems/293265

Evaluation and Ranking of E-Government Websites Using Weighted-Combinative Distance-

Based Assessment Approach
Aakash Guptaand Mohit Bansal (2022). International Journal of Software Innovation (pp. 1-15).

www.irma-international.org/article/evaluation-and-ranking-of-e-government-websites-using-weighted-combinative-

distance-based-assessment-approach/309729

Security and Cryptographic Engineering in Embedded Systems
Apostolos P. Fournaris, Paris Kitsosand Nicolas Sklavos (2013). Embedded Computing Systems:

Applications, Optimization, and Advanced Design  (pp. 420-438).

www.irma-international.org/chapter/security-cryptographic-engineering-embedded-systems/76968

http://www.igi-global.com/chapter/covert-end-user-development/29419
http://www.irma-international.org/chapter/malware-analysis-with-machine-learning/331306
http://www.irma-international.org/article/evaluating-consistency-between-navigation-data/45926
http://www.irma-international.org/article/an-improved-random-forest-based-on-feature-selection-and-feature-weighting-for-case-retrieval-in-cbr-systems/293265
http://www.irma-international.org/article/an-improved-random-forest-based-on-feature-selection-and-feature-weighting-for-case-retrieval-in-cbr-systems/293265
http://www.irma-international.org/article/evaluation-and-ranking-of-e-government-websites-using-weighted-combinative-distance-based-assessment-approach/309729
http://www.irma-international.org/article/evaluation-and-ranking-of-e-government-websites-using-weighted-combinative-distance-based-assessment-approach/309729
http://www.irma-international.org/chapter/security-cryptographic-engineering-embedded-systems/76968

