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ABSTRACT

With the enormous use of internet of things-based devices for enabling smart agriculture, there 
is a significant need for efficient systems in order to improve agricultural practices. It can help 
efficiently to develop optimal web-based information system using the data of field monitoring. 
But, the collection of such data in the presence of connectivity disruptions poses new challenges for 
users. This paper targets to determine such offloaders with less infrastructural costs to enable smart 
agriculture based on network heuristics. Although, few works contribute to the trust established, 
most of them are applicable only for static networks. This paper explores a trust-based solution for 
mobile data offloading. This paper identifies the need and impact of trust determination using the 
trust model algorithm. The proposed algorithm outperforms the hybrid trust-based mobility aware 
clustering algorithm for trust-based offloaders with up to 13% better offloading potential saving a 
minimum of 8 pJ energy per user with just 25% contributors with 50% lesser time delay.
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INTROdUCTION

The use of smart agriculture techniques provides a promising solution for crop monitoring and 
environmental data gathering, while addressing the challenges of less human resources, climate change, 
and economic barriers etc. The use of mobile phones along with IoT based devices, which aim to 
connect the physical devices to the internet can significantly contribute to the development of smart 
agriculture and farming techniques (Awada et al., 2003). The lack of benefit from data sharing by the 
farmers has been identified as the major drawback in leveraging the advantages of digital agriculture. 
Big data and precision agriculture are believed to impact the farm economy over a longer period. 
This may narrow down the labor requirements and specialized trends in such fields. The societal 
returns to the rural alleviations are more important than the digital agricultural startups for their 
possible success (Chaterji et al., 2020). A very few of the research works has experimentally shown 
the use of IoT devices (Elijah et al., 2018) to develop web-based information systems (Balamurugan 
and Satheesh, 2017). The idea is to collect the data efficiently and automatically in the challenging 
context of the network connectivity and architecture. Although, some updates and applications can 
tolerate delays and disruptions in data, it is always beneficial to use the converging trend of Wireless 
Sensor Networks (WSNs) (Ray, 2017) and Opportunistic Networks (Han et al., 2011) to reduce these 
delays and data disruptions. Thus, when we deal with the contribution of social network analysis 
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for the determination of opportunistic communication in networks, there is a similar application of 
opportunistic networks in agriculture also. This enables us to replace traditional agricultural practices 
with more efficient mechanisms enabling smart agriculture (Heble et al., 2018). The contribution of 
smart agriculture practices can be well exploited when implemented for various phases of farming 
(Ray, 2017). This may help all the contributors in the agricultural network including all producers and 
consumers. In recent years, due to increase in the information and communication technologies as 
well as IoT-based technologies, the mobile network operators have been suffering from the problem 
of traffic explosion (Genghua et al., 2019). The exponential growth in global mobile traffic is likely 
to push the current cellular network to its limit (Salam et al., 2017). According to the annual internet 
report Cisco (2020), about 66% of the global population is expected to be connected by three times 
the number of devices using Internet Protocol (IP) networks by the year 2023. The significant side 
effect of this expected phenomenon is the overloading on 4G/5G cellular network and creating a 
bottleneck in transmission (Rebecchi et al., 2014). Thus, it is indeed imperative to handle massive 
traffic using novel architectures and feasible protocols. Due to expensive investments, it becomes 
impractical to extend cellular networks’ infrastructure to process this data traffic (Gao et al., 2013). 
Hence, to address the massive traffic and expensive infrastructure, it is required to switch to mobile 
data traffic offloading solutions (Awada et al., 2010) via technology like femtocells (Han et al., 2011), 
Bluetooth (Han et al., 2011; Wang et al., 2015), WiFi (Jung et al., 2013), or D2D communications 
(Weifing et al., 2020).

Although, there have been solutions (Rebecchi et al., 2014), but most of them have an unrealistic 
model like using either static graphic analysis (Thilakarathna et al., 2016) or monotonic behavior of 
Internet Service Provider (ISP) (Salam et al., 2018) or the Access Points (AP) (Yu et al., 2019). The 
researchers have shown that opportunistic mobile data offloading (Jedari et al., 2018; Thilakarathna 
et al., 2013; Yu et al., 2019) can provide a feasible solution for data offloading. The major limitation 
of the existing opportunistic mobile data offloading is that all the nodes willing to participate in data 
offloading are the honest nodes. One of the solutions for these limitations is to use trust determination 
and incentive for the network nodes. In most of the modeling schemes, the existing trust determination 
(Yu et al., 2019; Zhang et al., 1999) is difficult to be applied due to the limitations of energy (Zhuo 
et al., 2011), frequent association/disassociation (Rebecchi et al., 2014), dynamic graph (Oubabas 
et al., 2018), buffer space of nodes (Zhuo et al., 2015), or their interest in incentives (Kang et al., 
2015). The implementations in the above literature require all nodes to cooperate (Yu et al., 2019) to 
forward the information. This may lead to the problem of evaluating the trust timely (Huang et al., 
2004) and precisely. There are equal chances of nodes to leave the connected domain due to their 
dynamic behavior. The authority assignment for trust evaluation is also partially based on the model 
used for comparisons as given in Jedari et al. (2019). As far as the utilization of network’s node degree 
is concerned, the degree of nodes keeps on changing due to the continuously evolving pattern of 
the network. The degree of the network can only be assured once the network transforms to its final 
state; else not. Most of the network modeling and its analysis afterward is done over static networks 
(Jung et al., 2013, Thilakarathna et al., 2013, Thilakarathna et al., 2016, Zhou et al., 2018), which 
is unrealistic. Also, the degree of nodes in the network may reflect malicious behavior as stated in 
(Jedari et al., 2019; Rebecchi, 2014). Such a situation arises in social networks when some terminal 
node exhibits the property of structural holes in a network.

The major contribution in this work is the identification of reliable, optimal off-loaders as the 
target set selection problem and a trust-based solution for data offloading. This paper incorporates 
the phenomenon of opinion-based trust with higher time delay tolerance. We target the dynamic 
behavior of network graphs. The proposed model considers the dynamic behavior that evolves with 
the changing time. We study the significance of random trust modeling mechanism for dynamically 
evolving networks. The goal is to derive the trust for such potential offloaders for their true or false 
behavior based on heuristic opinion dynamics. It helps in the determination of high or low trustworthy 



 

 

16 more pages are available in the full version of this

document, which may be purchased using the "Add to Cart"

button on the publisher's webpage: www.igi-

global.com/article/trust-based-opportunistic-network-

offloaders-for-smart-agriculture/273709

Related Content

A Delta Normal Approach for Modelling Risk Forecasting of Currency

Portfolio: The Case of Albanian Agro Exporters
Ardita Todriand Francesco Roberto Scalera (2020). International Journal of

Agricultural and Environmental Information Systems (pp. 55-68).

www.irma-international.org/article/a-delta-normal-approach-for-modelling-risk-forecasting-of-

currency-portfolio/262598

Pharmaceuticals in Environment: Global Concerns and Regulations
Alka Bali (2022). Research Anthology on Emerging Techniques in Environmental

Remediation (pp. 308-334).

www.irma-international.org/chapter/pharmaceuticals-in-environment/291240

Management and Utilisation of Natural Resources in Special Nature

Reserves: A Case Study
Božo Draškovic, Jovan Zubovicand Ivana Domazet (2013). Sustainable

Technologies, Policies, and Constraints in the Green Economy (pp. 106-122).

www.irma-international.org/chapter/management-utilisation-natural-resources-special/76551

EcoRide: The Social Based System for Car Traffic Optimization
Tomasz Filipowski, Piotr Bródkaand Przemyslaw Kazienko (2013). Green

Technologies and Business Practices: An IT Approach  (pp. 175-184).

www.irma-international.org/chapter/ecoride-social-based-system-car/68346

Domain-Specific Modeling for a Crop Model Factory
Guillaume Barbier, Véronique Cucchi, François Pinetand David R. C. Hill (2013).

International Journal of Agricultural and Environmental Information Systems (pp. 37-

49).

www.irma-international.org/article/domain-specific-modeling-crop-model/78157

http://www.igi-global.com/article/trust-based-opportunistic-network-offloaders-for-smart-agriculture/273709
http://www.igi-global.com/article/trust-based-opportunistic-network-offloaders-for-smart-agriculture/273709
http://www.igi-global.com/article/trust-based-opportunistic-network-offloaders-for-smart-agriculture/273709
http://www.irma-international.org/article/a-delta-normal-approach-for-modelling-risk-forecasting-of-currency-portfolio/262598
http://www.irma-international.org/article/a-delta-normal-approach-for-modelling-risk-forecasting-of-currency-portfolio/262598
http://www.irma-international.org/chapter/pharmaceuticals-in-environment/291240
http://www.irma-international.org/chapter/management-utilisation-natural-resources-special/76551
http://www.irma-international.org/chapter/ecoride-social-based-system-car/68346
http://www.irma-international.org/article/domain-specific-modeling-crop-model/78157

