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Executive Summary

Multiple levels of potential security risk affect all the elements of an e-commerce site. Truly complete security protects three areas: (1) internal network and application services, (2) perimeter network access and application services, and (3) external network and services. To minimize security risks in these areas as well as to raise overall confidence in the e-
commerce service, businesses must address problems with practical solutions involving privacy and security. Establishing an e-commerce trust infrastructure encompasses confidentiality, data integrity, non-repudiation and authentication. Striking the right balance between functionality and accessibility in e-commerce demands technical security measures. It also requires management vigilance with non-technical measures such as routine assessments of vulnerabilities, policies, education and a focus on making processes and policies easy to understand and simple to implement and monitor compliance.

Introduction

The design and architecture of an e-commerce site can take on many different appearances, depending on the company’s objective and the type of commerce being conducted at the site. Unfortunately, many architectural decisions are not necessarily based on security considerations, causing potential holes in the overall network environment. E-commerce sites contain multiple levels of potential security risk affecting all their common building blocks: Web servers, commerce servers, database servers, routers, firewalls, network connectivity and the use of DMZs (demilitarized zones). Identifying and protecting sensitive data at all these levels can be accomplished by using various security features and building layers of complexity, commensurate with the value of the commerce being conducted.

Prevent the Past from Becoming the Future

Discussion of Issues

Based on responses from 503 computer security practitioners in U.S. corporations, government agencies, financial institutions, medical institu-
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