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Executive Summary

The nature of the Internet as an open network means that it is devoid of central control and regulation. That in turn has exposed the Internet to the caprices and untoward intentions of some of its participants. Online businesses particularly suffer from an explosion of fraudulent activities and breach of security (destruction or theft of data and identity). The law has attempted to catch up with the problems by providing sanctions against perpetrators. Alternative solutions such as technical means and ethical codes of conduct are also in place. However, the creation of a secure network demands more than law or better technology. There is widespread recognition among lawyers, management and information system specialists that the creation of a secure network is part of the broader task of creating a security culture, starting from top management and sustained by clear and easy-to-implement policies.

Introduction

The use of the Internet for business has been growing in spite of the dot.com bubble a few years ago. The open nature of the Internet enables connections across networks and individual computer terminals virtually on a global scale. Unfortunately, the absence of central control and regulation leaves the Internet exposed to the caprices and untoward intentions of the participants. In particular, it has invited current forms of illegality and business malpractices to migrate to the new sphere.

The types of illegality that thrive on the Net have been growing. The most widespread form is fraud. Fraud is committed through Web auctions, sale of online merchandise (including books, computer equipment and software), the provision of all kinds of Internet-based services (free e-mail,
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