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Abstract

This chapter explores privacy and security issues in health care. It
describes the difference between privacy and security in the context of
health care, identifies sources of concern for individuals who use
information technologies for health-related purposes, and presents
technology-based solutions for privacy and security in health care networks.
The purpose of the chapter is to provide an investigation of the sources of
concern for regulations and technologies in the health care industry. The
discussion is based on the Health Insurance Portability and Accountability
Act (HIPAA) and its eight guiding principles. The chapter explores the
implications of legal and regulatory environments driving HIPAA
regulations, the need for privacy and security in health care networks, and
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information technologies used in the health care industry. Related ethical
issues, current technologies for providing secure solutions that comply
with the regulations, and products emerging in the market are also
examined.

Introduction

Data communication infrastructures are changing how health
information and health care is provided and received. People
using tools such as the Internet for health-related purposes —
patients, health care professionals, administrators, and
researchers, those creating or selling health products and
services, and other stakeholders — must join together to create
a safe environment and enhance the value of the Internet for
meeting health care needs. Because health  information, products,
and services have the potential to both improve health and do
harm, organizations and individuals that provide health
information via the Internet have obligations to be trustworthy,
provide high quality content, protect users’ privacy, and adhere
to standards of best practices  for services in health care. People
using telecommunications infrastructures in health care share a
responsibility to help assure the value and integrity of the
information by exercising judgment in using health care sites,
products, and services. Internet Health Coalition (2000)

The Health Insurance Portability and Accountability Act (HIPAA) has brought
about significant changes in the procedures and practices within the health care
industry. As newer information technologies are implemented in health care
organizations, the challenge becomes to increase network connectivity and
enable access to key information without compromising its confidentiality,
integrity, or availability. With the advent of HIPAA regulations, health care
organizations are required by law to have procedures in place to protect the
privacy of patient information. This chapter addresses issues related to privacy
and security of patient information in health care networks. It provides a
background on HIPAA regulations, drivers for the need for privacy and
security in health care organizations, the role of technology-based solutions,



 

 

18 more pages are available in the full version of this

document, which may be purchased using the "Add to Cart"

button on the publisher's webpage: www.igi-

global.com/chapter/hipaa-privacy-security-health-care/22948

Related Content

College Students, Piracy, and Ethics: Is there a Teachable Moment?
Jeffrey Reissand Rosa Cintrón (2011). International Journal of Technoethics (pp. 23-

38).

www.irma-international.org/article/college-students-piracy-ethics/58325

AI4People: Ethical Guidelines for the Automotive Sector – Fundamental

Requirements and Practical Recommendations
Christoph Lütge, Franziska Poszler, Aida Joaquin Acosta, David Danks, Gail

Gottehrer, Lucian Mihet-Popaand Aisha Naseer (2021). International Journal of

Technoethics (pp. 101-125).

www.irma-international.org/article/ai4people/269438

Legal Ontologies in ICT and Law
Witold Abramowicz, Piotr Stolarskiand Tadeusz Tomaszewski (2013). Digital Rights

Management: Concepts, Methodologies, Tools, and Applications  (pp. 34-49).

www.irma-international.org/chapter/legal-ontologies-ict-law/70970

Transhumanism and Its Critics: Five Arguments against a Posthuman Future
Keith A. Bauer (2010). International Journal of Technoethics (pp. 1-10).

www.irma-international.org/article/transhumanism-its-critics/46654

Globalization and International Labor Standards, Codes of Conduct, and

Ethics: An International HRM Perspective
Dennis R. Briscoe (2012). Ethical Models and Applications of Globalization: Cultural,

Socio-Political and Economic Perspectives  (pp. 1-22).

www.irma-international.org/chapter/globalization-international-labor-standards-codes/60416

http://www.igi-global.com/chapter/hipaa-privacy-security-health-care/22948
http://www.igi-global.com/chapter/hipaa-privacy-security-health-care/22948
http://www.irma-international.org/article/college-students-piracy-ethics/58325
http://www.irma-international.org/article/ai4people/269438
http://www.irma-international.org/chapter/legal-ontologies-ict-law/70970
http://www.irma-international.org/article/transhumanism-its-critics/46654
http://www.irma-international.org/chapter/globalization-international-labor-standards-codes/60416

